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Cisco End User License Agreement 

This is an agreement between You and Cisco Systems, Inc. or its affiliates (“Cisco”) and governs your Use of Cisco Software.  

“You” and “Your” means the individual or legal entity licensing the Software under this EULA. “Use” or “Using” means to 

download, install, activate, access or otherwise use the Software. “Software” means the Cisco computer programs and any 

Upgrades made available to You by an Approved Source and licensed to You by Cisco. “Documentation“ is the Cisco user or 

technical manuals, training materials, specifications or other documentation applicable to the Software and made available 

to You by an Approved Source. “Approved Source“ means (i) Cisco or (ii) the Cisco authorized reseller, distributor or systems 

integrator from whom you acquired the Software.  “Entitlement” means the license detail; including license metric, 

duration, and quantity provided in a product ID (PID) published on Cisco’s price list, claim certificate or right to use 

notification.  “Upgrades” means all updates, upgrades, bug fixes, error corrections, enhancements and other modifications 

to the Software and backup copies thereof. 

Table of Contents 

1. Acceptance of Terms 
2. License 
3. Evaluation License 
4. Ownership 
5. Limitations and Restrictions 
6. Third Party Use of Software. 
7. Limited Warranty and Disclaimer 
8. Limitations and Exclusions of Liability 
9. Upgrades and Additional Copies of 

Software 
 

10. Audit 
11. Term and Termination 
12. Transferability 
13. US Government End Users 
14. Export 
15. Survival 
16. Interoperability 
17. Governing Law, Jurisdiction and Venue 
18. Integration 

This agreement, any supplemental license terms and any specific product terms at www.cisco.com/go/softwareterms 
(collectively, the “EULA”) govern Your Use of the Software. 

1. Acceptance of Terms. By Using the Software, You agree to be bound by the terms of the EULA. If you are entering into 
this EULA on behalf of an entity, you represent that you have authority to bind that entity. If you do not have such 
authority or you do not agree to the terms of the EULA, neither you nor the entity may Use the Software and it may 
be returned to the Approved Source for a refund within thirty (30) days of the date you acquired the Software or 
Cisco product. Your right to return and refund applies only if you are the original end user licensee of the Software.  

 
2. License. Subject to payment of the applicable fees and compliance with this EULA, Cisco grants You a limited, non-

exclusive and non-transferable license to Use object code versions of the Software and the Documentation solely for 
Your internal operations and in accordance with the Entitlement and the Documentation. Cisco licenses You the right to 
Use only the Software You acquire from an Approved Source. Unless contrary to applicable law, You are not licensed to 
Use the Software on secondhand or refurbished Cisco equipment not authorized by Cisco, or on Cisco equipment not 
purchased through an Approved Source. In the event that Cisco requires You to register as an end user, Your license is 
valid only if the registration is complete and accurate. The Software may contain open source software, subject to 
separate license terms made available with the Cisco Software or Documentation.  

 If the Software is licensed for a specified term, Your license is valid solely for the applicable term in the Entitlement.  

Your right to Use the Software begins on the date the Software is made available for download or installation and 

continues until the end of the specified term, unless otherwise terminated in accordance with this Agreement.   

3. Evaluation License. If You license the Software or receive Cisco product(s) for evaluation purposes or other limited, 

temporary use as authorized by Cisco (“Evaluation Product”), Your Use of the Evaluation Product is only permitted for 

the period limited by the license key or otherwise stated by Cisco in writing. If no evaluation period is identified by the 

http://www.cisco.com/go/softwareterms
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license key or in writing, then the evaluation license is valid for thirty (30) days from the date the Software or Cisco 
product is made available to You. You will be invoiced for the list price of the Evaluation Product if You fail to return or 

stop Using it by the end of the evaluation period. The Evaluation Product is licensed “AS-IS” without support or warranty 
of any kind, expressed or implied. Cisco does not assume any liability arising from any use of the Evaluation Product. 

You may not publish any results of benchmark tests run on the Evaluation Product without first obtaining written 
approval from Cisco. You authorize Cisco to use any feedback or ideas You provide Cisco in connection with Your Use 

of the Evaluation Product.   
 

4. Ownership. Cisco or its licensors retain ownership of all intellectual property rights in and to the Software, including 

copies, improvements, enhancements, derivative works and modifications thereof. Your rights to Use the Software are 
limited to those expressly granted by this EULA.  No other rights with respect to the Software or any related intellectual 

property rights are granted or implied.  

 

5. Limitations and Restrictions.You will not and will not allow a third party to:  

 a. transfer, sublicense, or assign Your rights under this license to any other person or entity (except as expressly 

provided in Section 12 below), unless expressly authorized by Cisco in writing; 

 b. modify, adapt or create derivative works of the Software or Documentation;  

 c. reverse engineer, decompile, decrypt, disassemble or otherwise attempt to derive the source code for the 

Software, except as provided in Section 16 below; 

 d. make the functionality of the Software available to third parties, whether as an application service provider, or on a 

rental, service bureau, cloud service, hosted service, or other similar basis unless expressly authorized by Cisco in 

writing;  

 e. Use Software that is licensed for a specific device, whether physical or virtual, on another device, unless expressly 

authorized by Cisco in writing; or 

 f. remove, modify, or conceal any product identification, copyright, proprietary, intellectual property notices or other 

marks on or within the Software;  

6.  Third Party Use of Software.  You may permit a third party to Use the Software licensed to You under this EULA if such 

Use is solely (i) on Your behalf, (ii) for Your internal operations, and (iii) in compliance with this EULA. You agree that 

you are liable for any breach of this EULA by that third party. 

 
7. Limited Warranty and Disclaimer. 

a. Limited Warranty. Cisco warrants that the Software will substantially conform to the applicable Documentation for 

the longer of (i) ninety (90) days following the date the Software is made available to You for your Use or (ii) as 

otherwise set forth at http://www.cisco.com/go/warranty.  This warranty does not apply if the Software, Cisco product 

or any other equipment upon which the Software is authorized to be used:  (i) has been altered, except by Cisco or its 

authorized representative, (ii) has not been installed, operated, repaired, or maintained in accordance with instructions 

supplied by Cisco, (iii) has been subjected to abnormal physical or electrical stress, abnormal environmental conditions, 

misuse, negligence, or accident;  (iv) is licensed for beta, evaluation, testing or demonstration purposes or other 

circumstances for which the Approved Source does not receive a payment of a purchase price or license fee; or (v) has 

not been provided by an Approved Source. Cisco will use commercially reasonable efforts to deliver to You Software 

free from any viruses, programs, or programming devices designed to modify, delete, damage or disable the Software 

or Your data. 
 

b. Exclusive Remedy. At Cisco’s option and expense, Cisco shall repair, replace, or cause the refund of the license fees 

paid for the non-conforming Software. This remedy is conditioned on You reporting the non-conformance in writing to 

Your Approved Source within the warranty period.  The Approved Source may ask You to return the Software, the Cisco 

http://www.cisco.com/go/warranty
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product, and/or Documentation as a condition of this remedy. This Section is Your exclusive remedy under the 

warranty. 

c. Disclaimer.  

Except as expressly set forth above, Cisco and its licensors provide Software “as is” and expressly disclaim all 

warranties, conditions or other terms, whether express, implied or statutory, including without limitation, 

warranties, conditions or other terms regarding merchantability, fitness for a particular purpose, design, condition, 

capacity, performance, title, and non-infringement. Cisco does not warrant that the Software will operate 

uninterrupted or error-free or that all errors will be corrected. In addition, Cisco does not warrant that the Software 

or any equipment, system or network on which the Software is used will be free of vulnerability to intrusion or 

attack. 

8. Limitations and Exclusions of Liability. In no event will Cisco or its licensors be liable for the following, regardless of 

the theory of liability or whether arising out of the use or inability to use the Software or otherwise, even if a party 

been advised of the possibility of such damages: (a) indirect, incidental, exemplary, special or consequential 

damages; (b) loss or corruption of data or interrupted or loss of business; or (c) loss of revenue, profits, goodwill or 

anticipated sales or savings. All liability of Cisco, its affiliates, officers, directors, employees, agents, suppliers and 

licensors collectively, to You, whether based in warranty, contract, tort (including negligence), or otherwise, shall not 

exceed the license fees paid by You to any Approved Source for the Software that gave rise to the claim.  This 

limitation of liability for Software is cumulative and not per incident.  Nothing in this Agreement limits or excludes 

any liability that cannot be limited or excluded under applicable law.   

9. Upgrades and Additional Copies of Software. Notwithstanding any other provision of this EULA, You are not permitted 

to Use Upgrades unless You, at the time of acquiring such Upgrade:  

a.  already hold a valid license to the original version of the Software, are in compliance with such license, and have 

paid the applicable fee for the Upgrade; and  

 b.  limit Your Use of Upgrades or copies to Use on devices You own or lease; and  

c. unless otherwise provided in the Documentation, make and Use additional copies solely for backup purposes, 

where backup is limited to archiving for restoration purposes.  

 

10. Audit. During the license term for the Software and for a period of three (3) years after its expiration or termination, 

You will take reasonable steps to maintain complete and accurate records of Your use of the Software sufficient to 

verify compliance with this EULA. No more than once per twelve (12) month period, You will allow Cisco and its auditors 

the right to examine such records and any applicable books, systems (including Cisco product(s) or other equipment), 

and accounts, upon reasonable advanced notice, during Your normal business hours.. If the audit discloses 

underpayment of license fees, You will pay such license fees plus the reasonable cost of the audit within thirty (30) days 

of receipt of written notice.  

11. Term and Termination. This EULA shall remain effective until terminated or until the expiration of the applicable license 

or subscription term. You may terminate the EULA at any time by ceasing use of or destroying all copies of Software. 

This EULA will immediately terminate if You breach its terms, or if You fail to pay any portion of the applicable license 

fees and You fail to cure that payment breach within thirty (30) days of notice. Upon termination of this EULA, You shall 

destroy all copies of Software in Your possession or control.  

12. Transferability. You may only transfer or assign these license rights to another person or entity in compliance with the 

current Cisco Relicensing/Transfer Policy. Any attempted transfer or, assignment not in compliance with the foregoing 

shall be void and of no effect.  

13. US Government End Users. The Software and Documentation are "commercial items," as defined at Federal Acquisition 

Regulation ("FAR") (48 C.F.R.) 2.101, consisting of "commercial computer software" and "commercial computer 

http://www.cisco.com/c/en/us/products/cisco_software_transfer_relicensing_policy.html
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software documentation" as such terms are used in FAR 12.212. Consistent with FAR 12.211 (Technical Data) and FAR 

12.212 (Computer Software) and Defense Federal Acquisition Regulation Supplement (“DFAR”) 227.7202-1 through 

227.7202-4, and notwithstanding any other FAR or other contractual clause to the contrary in any agreement into which 

this EULA may be incorporated, Government end users will acquire the Software and Documentation with only those 

rights set forth in this EULA.  Any license provisions that are inconsistent with federal procurement regulations are not 

enforceable against the U.S. Government.  

14. Export. Cisco Software, products, technology and services are subject to local and extraterritorial export control laws 

and regulations.  You and Cisco each will comply with such laws and regulations governing use, export, re-export, and 

transfer of Software, products and technology and will obtain all required local and extraterritorial authorizations, 

permits or licenses. Specific export information may be found at: http://tools.cisco.com/legal/export/pepd/Search.do  

15. Survival. Sections 4, 5, the warranty limitation in 7(a), 7(b) 7(c), 8, 10, 11, 13, 14, 15, 17 and 18 shall survive termination 

or expiration of this EULA. 

16. Interoperability. To the extent required by applicable law, Cisco shall provide You with the interface information 

needed to achieve interoperability between the Software and another independently created program. Cisco will 

provide this interface information at Your written request after you pay Cisco’s licensing fees (if any).  You will keep this 

information in strict confidence and strictly follow any applicable terms and conditions upon which Cisco makes such 

information available.  

17. Governing Law, Jurisdiction and Venue.  

 If You acquired the Software in a country or territory listed below, as determined by reference to the address on the 

purchase order the Approved Source accepted or, in the case of an Evaluation Product, the address where Product is 

shipped, this table identifies the law that governs the EULA (notwithstanding any conflict of laws provision) and the 

specific courts or arbitrators that have exclusive jurisdiction over any claim arising under this EULA.  

 

Country or Territory Governing Law Jurisdiction and Venue 

United States, Latin America or the 
Caribbean 

State of California, United States of 
America 
 

Federal Distict Court, Northern 
District of California or Superior 
Court of Santa Clara County, 
California 

Canada Province of Ontario, Canada Courts of the Province of Ontario, 
Canada 
 

Europe (excluding Italy), Middle East, 
Africa, Asia (excluding Japan and 
China) or Oceania (excluding 
Australia) 

Laws of England English Courts 

Japan Laws of Japan Tokyo District Court of Japan 

Australia Laws of the State of New South Wales State and Federal Courts of New South 
Wales 

Italy Laws of Italy Court of Milan 

China Laws of the People’s Republic of China.   Hong Kong International Arbitration 
Center 
 

All other countries or territories State of California State and Federal Courts of California 

http://tools.cisco.com/legal/export/pepd/Search.do
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The parties specifically disclaim the application of the UN Convention on Contracts for the International Sale of Goods. 

In addition, no person who is not a party to the EULA shall be entitled to enforce or take the benefit of any of its terms 

under the Contracts (Rights of Third Parties) Act 1999. Regardless of the above governing law, either party may seek 

interim injunctive relief in any court of appropriate jurisdiction with respect to any alleged breach of such party's 

intellectual property or proprietary rights.  

18. Integration. If any portion of this EULA is found to be void or unenforceable, the remaining provisions of the EULA shall 

remain in full force and effect. Except as expressly stated or as expressly amended in a signed agreement, the EULA 

constitutes the entire agreement between the parties with respect to the license of the Software and supersedes any 

conflicting or additional terms contained in any purchase order or elsewhere, all of which terms are excluded. The 

parties agree that the English version of the EULA will govern in the event of a conflict between it and any version 

translated into another language. 

Cisco and the Cisco logo are trademarks or registered trademarks of Cisco and/or its affiliates in the U.S. and other 

countries. To view a list of Cisco trademarks, go to this URL: www.cisco.com/go/trademarks. Third-party trademarks 

mentioned are the property of their respective owners. The use of the word partner does not imply a partnership 

relationship between Cisco and any other company. (1110R)  

 

http://www.cisco.com/go/trademarks
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1.Overview 

 
1.1 Smart Net Total Care 

This document describes Cisco’s Smart Net Total Care (SNTC) Device Level Support and Smart Capabilities 
 

 TAC 

 RMA 

 Software Download (Including Collection Software and Technical Support (TS) Smart Applications 

where available) 

 Cisco.com (Including Smart Enabled Portal where available) 
 

For more detailed information on Cisco Smart Net Total Care, go to http://www.cisco.com/go/sntc. 
 

Note: This document should be read in conjunction with the following documents also posted at  

www.cisco.com/go/servicedescriptions/: (1) Glossary of Terms; (2) List of Services Not Covered; and (3) Severity 

and Escalation Guidelines. All capitalized terms in this description have the meaning ascribed to them in the 

Glossary of Terms. 

 
 
 

1.2 Cisco Branded Service 

Smart Net Total Care is a Cisco Branded Service. 

 
 Direct Sale from Cisco. If you have purchased these Services directly from Cisco, this document is 

incorporated into your Master Services Agreement (MSA) or equivalent services agreement with Cisco. In 

the event of a conflict between this Service Description and your MSA or equivalent services agreement, 

this Service Description shall govern. All capitalized terms not defined in the Supplemental Glossary of 

Terms at the end of this document have the meaning ascribed in the MSA or equivalent services 

agreement executed between you and Cisco. 

 

 Sale via Cisco Authorized Channel. If you have purchased these Services through a Cisco Authorized 

Channel, this document is for description purposes only; it is not a contract between you and Cisco. The 

contract, if any, provided by your Cisco Authorized Channel, governing the provision of this Service will be 

the one between you and your Cisco Authorized Channel. All capitalized terms not defined in the 

Supplemental Glossary of Terms at the end of this document have the meaning ascribed in the Glossary 

of Terms in the Related Documents above. 

 

For a copy of this or any other Cisco service descriptions, go to: www.cisco.com/go/servicedescriptions/ 

 

2. Cisco Responsibilities 
 

Cisco shall provide the various Service described below as selected and detailed on the Purchase Order for which 

Cisco has been paid the appropriate fee. 

 

2.1 Technical Support 

http://www.cisco.com/go/sntc
http://www.cisco.com/go/servicedescriptions/
http://www.cisco.com/go/servicedescriptions/
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Cisco Technical Assistance Center (TAC) access 
 

 24 hours per day and 7 days per week 
 

 Assist with Product use, configuration, and troubleshooting issues. 
 

 Cisco will respond within one (1) hour for all calls received during Standard Business Hours and for 

Severity 1 and 2 calls received outside Standard Business Hours. For Severity 3 and 4 calls received 

outside Standard Business Hours, Cisco will respond no later than the next Business Day. 

 Manage problems according to the Cisco Severity and Escalation Guideline:  

http://www.cisco.com/web/about/doing_business/legal/service_descriptions/docs/Cisco_Severity_and_Es   

calation_Guidelines.pdf 

Smart Portal access, TS Smart Applications and Collection Software is provided on a self-support basis where 

available: 

 Cisco will enable Customer access to the Smart Portal and make available TS Smart Applications and 

Cisco-owned Collection Software for download and use by Customer. 

 No Smart TAC Support will be provided as part of the foundation deliverables of this Service. Customers 

can self-support themselves by accessing the Cisco’s SNTC Support Community forum and/or online 

training content made available at Cisco’s SNTC website. 

 Direct Smart TAC. Customers needing direct Smart TAC support for any of the Smart Portal or 

Collection software can purchase such support under a separate maintenance service contract. 

 
 
 

2.2 Online Access 

Access to Cisco.com. 
 

 This provides Customers with helpful technical and general information on Cisco Products as well as 

access to Cisco's on-line Software Center library. Please note that access restrictions identified by Cisco 

from time to time may apply. 

Cisco Support Communities 
 

 Access to SNTC Support Community 

Smart Portal (where available). 

 This is a web-based user interface to access Smart Net Total Care various reports, compiled through use 

of Smart capabilities. 

 

2.3 Software Download 

Operating System 
 

 Work-around solutions or patches to reported Software problems using reasonable commercial efforts. 

Cisco will either make a Software patch available from the Cisco Software Central 

(www.cisco.com/go/software) or ship a Maintenance Release to Customer for the Product experiencing 

the problem. 

 Updates where available and where Customer requests these for supported Software. 
 

 If a Feature Set Upgrade is licensed, Customer will be entitled to Updates (subject to anything to the 

http://www.cisco.com/web/about/doing_business/legal/service_descriptions/docs/Cisco_Severity_and_Escalation_Guidelines.pdf
http://www.cisco.com/web/about/doing_business/legal/service_descriptions/docs/Cisco_Severity_and_Escalation_Guidelines.pdf
http://www.cisco.com/web/about/doing_business/legal/service_descriptions/docs/Cisco_Severity_and_Escalation_Guidelines.pdf
http://www.cisco.com/go/software)
http://www.cisco.com/go/software)
http://www.cisco.com/go/software)
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contrary contained in this document or the Agreement) at the upgraded level for the licensed Hardware. 

 

 Software releases and any supporting Documentation will be made available from the Cisco Software 

Central. Applicable supporting Documentation, if available, is limited to one copy per Software release. 

Customer can, however, purchase additional copies from Cisco. 

Collection Software (where available) 
 

 Cisco will provide the Customer use of Collector Software. 
 

 Collector Software is provided by Cisco with the features enabled as the default configuration in order to 

collect data upon installation. Such collections will continue until such time as the Collector Software has 

been uninstalled. 

 Collector Software developmental updates will be managed by Cisco, as appropriate. 

 

2.4 Returns Material Authorization (RMA) 

Advance Replacement services are subject to geographic and weight restrictions depending upon Customer’s 

location. 

 Customer may check availability by accessing Cisco's Service Availability Matrix at:  

http://tools.cisco.com/apidc/sam/search.do. 

 Please note that destination country importation, compliance with US export controls and customs 

processes may condition actual delivery times. Advance Replacement to and from the European Union 

will be shipped Delivered Duty Paid (DDP) (Incoterms 2010). All other Advance Replacement will be 

shipped Delivered At Place (DAP) (Incoterms 2010), exclusive of any import duties, taxes and fees, where 

applicable. All Advance Replacement will be shipped using Cisco's preferred carrier, freight prepaid by 

Cisco. Requests for alternate carriers will be at Customer’s expense. Chassis and line card Advance 

Replacement Service must be at the same level of coverage. Cisco will provide Customer with Advance 

Replacement(s) that are either new or equivalent to new. 

 Cisco shall use commercially reasonable efforts to provide Customer with Hardware replacement services 

where available. 

 
RMA Service Levels: 

 

RMA Service Level Description 

24x7x2 Advance Replacement on a Two-Hour Response basis twenty-four (24) 
hours per day, seven (7) days per week, including Cisco-observed 
holidays. 

24x7x4 Advance Replacement parts on a Four-Hour Response basis twenty-four 
(24) hours per day, seven (7) days per week, including Cisco-observed 
holidays. 

8x5x4 Advance Replacement on a Four-Hour Response basis between 9:00 a.m. 
and 5:00 p.m. Depot Time the same Business Day, provided that Cisco's 
determination of Hardware failure has been made before 1:00 p.m. Depot 
Time. If Customer make a request after 1:00 p.m. Depot Time, Cisco will 
deliver the Advance Replacement the morning of the next Business Day. 

http://tools.cisco.com/apidc/sam/search.do
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8x5xNext Business Day Where Next Business Day delivery is available, an Advance Replacement 
will ship the same day to arrive the next Business Day provided both the 
call and Cisco’s diagnosis and determination of the failed Hardware have 
been made before 3:00 p.m., Depot Time. For requests after 3:00 p.m., 
Depot Time, the Advance Replacement will ship the next Business Day. 

Where Next Business Day delivery is not available, same day shipping will 
be provided. Under same day shipping, Advance Replacement will ship 
from the serving depot location that same Business Day, provided that 
Cisco’s determination of Hardware failure has been made before 3:00 p.m. 
Depot Time. Determinations that occur after 3:00 p.m. Depot Time will be 
shipped the following Business Day. 

 

 8x7xNext Calendar Day Where Next Calendar Day delivery is available, an Advance Replacement 
will ship to arrive the next calendar day provided that Cisco's determination 
of Hardware failure has been made before 3:00 
p.m. Depot Time. If Customer makes a request after 3:00 p.m. Depot Time, 
Cisco will ship the Advance Replacement the next calendar day. 

Where 8x7xNext Calendar Day delivery is not available, same day shipping 
will be provided. Under same day shipping, Advance Replacement will ship 
from the serving depot location that same calendar day, provided that 
Cisco’s determination of Hardware failure has been made before 3:00 p.m. 
Depot Time. Determinations that occur after 3:00 p.m. Depot Time will be 
shipped the following calendar day. 

Non-RMA (SW) In the event Customer elects to purchase this service level, Cisco will 
provide only technical support via TAC, access to Cisco.com, Software 
support for the Product and no Hardware replacement or onsite service will 
be performed. 

Return for Repair Not applicable for all Cisco Products. 

Customer returns failed Hardware to Cisco for repair. 

Failed Hardware is repaired or replaced/exchanged. All applicable 
engineering changes orders (ECO) are incorporated and the unit is fully 
tested to Cisco published specifications. Cosmetic repairs are performed in 
accordance with Cisco’s or the Customer’s defined cosmetic repair standard 
as mutually agreed upon, replacing any cracked, scratched or damaged 
covers as required. Additional charges may apply if Cisco determines the 
failed Hardware is beyond economic repair or no problem is found. 

Cisco will use commercially reasonable efforts to repair failed Hardware and 
ship repaired Hardware to Customer within thirty (30) days from receipt of 
failed Hardware by Cisco. 

On receipt of failed Hardware returned under an RMA number, a receipt 
notification e-mail or fax will be sent to Customer confirming receipt of failed 
Hardware and quantities received. 

 

RMA Service Level 

Includes Onsite Support 

Description 

Onsite Support 24x7x2 Two Hour Response for Remedial Hardware Maintenance, twenty-four (24) 
hours per day, seven (7) days per week, including Cisco observed 
holidays. 

Onsite Support 24x7x4 Four Hour Response for Remedial Hardware Maintenance twenty-four (24) 
hours per day, seven (7) days per week including Cisco observed holidays. 

Onsite Support 8x5x4 Four Hour Response for Remedial Hardware Maintenance service between 
9:00 a.m. and 5:00 p.m. Depot Time the same Business Day, together with 
parts, labor and materials, provided Cisco's determination that on-site 
service is required has been made before 1:00 p.m. Depot Time. 
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Onsite Support 8x7xNext Calendar 
Day 

Only available on China Price List. 
Next-Calendar-Day Remedial Hardware Maintenance, together with parts, 
labor and materials, by 5:00 p.m. Depot Time provided Cisco's 
determination that onsite Service is required has been made before 3:00 
provided for calls placed after 3:00  p.m. Depot Time).  Where Next Calendar 

Day delivery of the parts is not available, same day shipping will be 
provided. Cisco will provide onsite support upon arrival of the parts. 
 

Onsite Support 8x5xNext 
Business Day 

Next-business-day Remedial Hardware Maintenance, together with parts, 
labor and materials, by 5:00 p.m. Depot Time provided Cisco's 
determination that onsite Service is required has been made before 3:00 
p.m. Depot Time the prior day (otherwise, second Business Day will be 
provided for calls placed after 3:00 p.m. Depot Time). Where Next 
Business Day delivery of the parts is not available, same day shipping will 
be provided.  Cisco will provide onsite support upon arrival of the parts. 

 

 
 

2.5 Exception Service Levels for Specific Products 
 

Additionally For UCS Product SKUs: 

 
 Cisco’s Unified Computing Systems (“UCS’) products. Cisco TAC will work with Customers to diagnose 

problems or issues related to Product use and Third Party UCS Software integration questions. After 

Cisco employs reasonable efforts to isolate a Cisco Hardware or Software issue, in the event a product 

which is not included in the UCS Hardware and Software Interoperability Matrix on Cisco.com has been 

installed, Cisco may at its sole discretion, if it believes this component is the cause of the issue, request 

Customer to remove such component and replace it with a component which is included in the UCS 

Hardware and Software Interoperability Matrix prior to further troubleshooting. During the course of 

troubleshooting, if Cisco determines the problem resides with the Third Party UCS Product, then, upon 

request, Cisco will assist Customer in opening a case with Third Party UCS Supplier, subject to any 

support agreement in place between Customer and Third Party UCS Supplier 

 To the extent it can, Cisco will assist Third Party UCS Supplier in its response and resolution of the 

Customer’s case. If Customer elects to open a case directly with Third Party UCS Supplier, upon request, 

Cisco will provide relevant case information to Third Party UCS Supplier. 

For UCS HW Only: 
 

 For UCS products only and includes Onsite service levels only. 
 

 Cisco Technical Assistance Center (TAC) access 24 hours per day, 7 days per week to assist with RMA 

determination for purposes of Hardware replacement. Cisco will respond no later than next Business Day 

for any calls received. Cisco will work with Customer to diagnose problems or issues related to Product 

use. After Cisco employs reasonable efforts to isolate a Cisco Hardware or Software issue, and in the 

event a product which is not included in the UCS Hardware and Software Interoperability Matrix located 

on Cisco.com has been installed, Cisco may at its sole discretion, if it believes this component is the 

cause of the issue, request Customer to remove such component and replace it with a component which 

is included in the UCS Hardware and Software Interoperability Matrix prior to further troubleshooting. 
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UCS – Onsite Troubleshooting 

 
 In the event Customer purchases this service, if, during the course of troubleshooting a Unified Computing 

System (UCS) problem, Cisco Technical Assistance Center (TAC) determines the problem resides with a 

Hardware component, TAC will expedite a labor dispatch for field engineer to go to the Customer site to 

diagnose and/or isolate problems related to Product use. In the event the problem is not immediately 

known, TAC will continue troubleshooting to isolate the issue and determine if remote resolution is 

possible. If TAC determines that onsite support is necessary, TAC will dispatch a field engineer to the 

Customer site to aid in the ongoing troubleshooting to diagnose and/or isolate the problem. In either case, 

Cisco will provide a Four Hour Response for Remedial Hardware Maintenance service from the time its 

diagnosis and determination that a FRU is required. 

 

 Cisco will also provide field engineer prioritized labor in support of parts replacements as required under 

external Field Notices specifically associated with product recalls but no onsite troubleshooting will be 

performed and any resulting action to address Field Notices is not subject to a Four Hour Response 

target. 

 

UCS - Drive Retention Service 
 

 In the event Customer purchases this service, if, during the course of troubleshooting a Unified Computing 

System (UCS) problem, Cisco Technical Assistance Center (TAC) determines the problem resides with a 

UCS Drive, Cisco authorizes Customer to retain the defective drive provided that the Customer completes 

and returns to Cisco a Certificate of Destruction. 

Local Language Technical Support 
 

 Where available, and subject to an additional fee, local language support for calls on all assigned severity 

levels may be available for specific product(s). 

Post LDOS Products 
 

 Provision of Services described herein is subject to approval by Cisco of Customer’s request for extended 

support and such approval is conditioned upon Product type and configuration. 

 Last Day of Support (LDoS) represents the date when Customers will no longer receive service and 

support for the Product. Applicable dates are identified in End of Life bulletins. 

 After this date, all support services for the Product are unavailable unless technical services for Post 

LDoS described in this document have been purchased. 

 Cisco will provide only Hardware Replacement defined as network services impacting problems that have 

been identified by the Customer to Cisco TAC and subsequently qualified via Cisco's normal evaluation 

process. Hardware Replacement will be provided according to the following terms and conditions: 1) 

Cisco TAC will use commercially reasonable efforts to work with the Customer to determine the locality of 

impact and to find a workaround for the problem. 2) If an alternative workaround is not possible during the 

term of support, then Cisco will make commercially reasonable efforts to provide a solution to remedy the 

problem. 3) If despite commercially reasonable efforts Cisco is unable to provide a Hardware 

Replacement, it may be necessary for the Customer to remove or upgrade the impacted Hardware to 

correct the problem. 

 Cisco will provide only Critical Software Support defined as network services impacting bugs that have 
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been identified by the Customer to Cisco TAC and subsequently qualified via Cisco's normal evaluation 

process. If despite commercially reasonable efforts to address the Critical Software Support, Cisco is 

unable to provide a Software based solution, it may be necessary for the Customer to remove or upgrade 

the impacted Software based systems to correct the problem. 

 

 

3. Customer Responsibilities 
 

3.1 Cisco assumes that Customer will: 

 Provide a priority level as described in the Cisco Severity and Escalation Guideline for all the calls 

Customer places. 

 Provide, at Customer’s expense, reasonable access to the Product through the Internet or via modem to 

establish a data communication link between Customer and the Cisco TAC engineer and systems 

passwords so that problems may be diagnosed and, where possible, corrected remotely. 

 Provide thirty (30) days’ Notice to Cisco of any requested addition(s) to Customer’s Equipment List. 
 

 Notify Cisco, using Cisco.com, of Product on the Equipment List which Customer has moved to a new 

location within thirty (30) days of such relocation. Please be aware that the Services will be provided to 

Customer beginning thirty (30) days after receipt of Customer’s notification. Cisco will also need Customer 

to notify Cisco of any modification to the Product and configuration including upgrades or changes to 

FRUs not in the original configuration within five (5) days of such modification. Note: Not applicable for 

Products supported under Return for Repair Service 

 Provide current shipment contact information as follows: contact name, title, address, telephone number, 

e-mail address, and fax number. 

 Provide valid and applicable serial numbers for all Product problems and issues reported to Cisco or 

where Customer is seeking information from Cisco in connection with Product use. Cisco may also require 

Customer to provide additional information in the form of location of the Product, city location details and 

zip code information. 

 When requested, provide Cisco with a list of all personnel that Customer has authorized to contact Cisco 

or access Cisco.com for Services and to download Software from Cisco.com or ordered via Cisco's PUT. 

Customer is responsible for reviewing the list on an annual basis and adding or removing personnel as 

necessary. Note: Not applicable for Products supported under Return for Repair Service. 

 Use the latest release of Software, where Cisco advises Customer that this will correct a reported 

Software problem. 

 Defective parts must be returned within ten (10) calendar days of the ship date of the replacement part(s). 

For defective parts that have not been returned within thirty (30) calendar days after shipment of the 

replacement parts, Cisco reserves the right to charge liquidated damages equivalent to the full list price of 

the parts not returned in accordance with Cisco’s return materials authorization (RMA) procedure located 

at www.cisco.com. 

 Customer is responsible for proper packaging of the returned parts and must include a description of the 

failure and the written specifications of any changes or alterations made. 

 Packages for replacement in accordance with this subsection shall be shipped by customer Delivered at 

http://www.cisco.com/
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Place (DAP) (Incoterms 2010), including any applicable import duties, taxes and fees; however, 

customers under a current service maintenance contract for the replacement hardware or participating in 

Cisco’s Trade In program may be able to schedule a pickup of authorized returns at no additional charge 

using Cisco’s Product Online Web Returns (POWR) tool located at www.cisco.com. 

 Defective parts that cannot be returned due to data security and are not covered under a UCS Drive 

Retention Service contract (as defined in Part IV of this document) may be eligible for destruction. 

Customer must receive prior written approval from Cisco using the authorized Asset Destruction Approval 

request form and agree to financial implications of destruction in accordance with Cisco’s Statement of 

Policy Regarding the Removal of Data on Cisco Equipment located at: 

www.cisco.com/en/US/prod/policy_regarding_the_removal_of_data_on_cisco_equipment.pdf. 

 Customer will provide a new Purchase Order prior to Cisco performance of any repairs for which Cisco is 

not obligated to support as defined under Services Not Covered. 

 Customer should review receipt notification to confirm the failed Hardware and quantity of  product 

received by Cisco. 

 In the case of Return for Repair Service, failed Hardware must be received by Cisco within sixty (60) days 

of RMA issuance and Customer is responsible for delivering at its expense, the failed Hardware to Cisco’s 

facility safely packaged and undamaged. 

 Customer agrees to assist Cisco in troubleshooting failed Hardware down to the FRU level prior to 

initiating the RMA procedure. 

 Provide an appropriate work environment and reasonable access, working space including heat, light, 

ventilation, electric current and outlets, and local telephone extension (or toll free domestic and 

international access to Cisco) for the use of Cisco's service personnel in the Product’s physical location. 

 Back-up Software images and configurations on a regularly scheduled basis and provide those images 

and configurations to Cisco's onsite personnel in connection with Remedial Hardware Maintenance. 

 Ensure all Products are installed below ten (10) feet. For Products installed above four (4) feet, provide 

ladders that reach the height of the Product. 

 Provide Cisco with the name of a point of contact prior to delivery of equipment by Cisco's personnel. 
 

 Provide TFTP (Telnet File Transfer Protocol) capabilities or internet access for the purpose of 

downloading Software images by Cisco's onsite personnel. 

 Provide safety and security protection of Cisco's personnel or its subcontractors for your unmanned sites. 
 

 

3.2 Smart Portal and Software Collection (where available) 

 By installing the Collector Software, the Customer acknowledges understand and agrees that Customer 

Network Information will be transmitted and used to generate reports regarding Customer’s network and 

equipment. 

 Upon installation on Customer’s network, Collector Software will immediately begin communicating to a 

Cisco server via secure encryption to enable Cisco to discover information about the Products within 

Customer’s network and such collections will continue until such time as the Collector Software has been 

uninstalled or collection features disabled. Upon termination of the Service or in the event the Collector 

Software has been uninstalled prior to termination of the Service, Customer must return  Collector 

http://www.cisco.com/
http://www.cisco.com/en/US/prod/policy_regarding_the_removal_of_data_on_cisco_equipment.pdf
http://www.cisco.com/en/US/prod/policy_regarding_the_removal_of_data_on_cisco_equipment.pdf
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Software to Cisco. 

 Customer can elect to disable collection features of Collector Software or uninstall Collector Software at 

any time. By performing these actions, Customer understands that Cisco will be unable to provide certain 

elements of the Service and Cisco will not be responsible for performance of any obligations associated 

with Collector Software and the resulting level of service delivery will result in Customer primarily receiving 

Technical Support with limited or no Smart capabilities under the Service. 

 Customer has the ability destroy any such Customer Network Information collected by Cisco and shown in 

the Portal at any time upon request otherwise Cisco will continue to protect the Customer Network 

Information consistent with terms of the Agreement between the parties and Cisco’s data retention policy. 

 Customer must provide the Collector Hardware, including the embedded operating system or Hypervisor, 

for performance of Services described herein. 

 Customer is responsible for providing and obtaining all hardware, as specified by Cisco, necessary to 

support the Collector Software and collection process. 

 Customer acknowledges that Cisco will only support generally available Products and Software 

releases/versions unless otherwise mutually agreed. 

 Customer will permit the Collector Software to access all Customer network devices managed by the 

inventory collection process. 

 Customer will provide data communication access for use by the Collector Software to transmit inventory 

data to Cisco and support of the Collector Software from a remote Cisco location. 

 Customer will provide the Collector Software with Simple Network Management Protocol and OS-level 

Command Line Interface (CLI) access to all Cisco Product(s) covered under the Service. 

 Customer will ensure that the Portal access is restricted to those Customer employee(s) or authorized 

contractor(s) who have a bona fide need to access the Portal and/or a need to know the contents of the 

output of the Collector Software. 

 Perform an initial set-up: 

 
1) install the Collector Hardware in a secure area with limited physical access 

 
2) connect the Collector Hardware to the network 

 
3) secure Collector Hardware behind Customer’s corporate firewall 

 

3.3 Customers that have purchased the UCS Service Level - Drive Retention Service 

 Destroy the defective UCS Drive at Customer’s risk and expense and not return the defective drive to 

Cisco 

 Provide Cisco with a Certificate of Destruction within thirty (30) days of receipt of the replacement 

Product; otherwise the replacement Product will be charged at the current List Price 

 

4. Supplemental Glossary of Terms 
 

4.1 Terms/Definitions 
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Term Definition 

Certificate of Destruction Means the document which shall be signed by an authorized representative 
of the Customer, certifying that UCS Drive has been destroyed, located at  
http://www.cisco.com/web/about/doing_business/legal/service_descriptions 
/docs/Drive_Retention_CoD.pdf 

Collector Hardware Means a Customer-provided server which runs a Virtual Machine 
environment that in turn hosts Collector Software for the purposes of 
collecting information relating to installed Cisco device configuration and 
inventory. 

Collector  Software  or  Collection 
Software 

Means a network profiling software tool, which runs on the Collector 
Hardware, used for the purposes of collecting information relating to 
installed Cisco device configuration and inventory. 

Customer Network Information Means the information about Customer’s network that is collected, stored 
and analyzed in connection with the Service and may include, without 
limitation, the following information: configurations (including running 
configurations and startup configurations), product identification numbers, 
serial numbers, host names, equipment locations, IP addressed, system 
contracts, equipment models, feature sets, software versions, hardware 
versions, installed memory, installed flash, boot versions, chassis series, 
exceptions to such information (e.g., duplicate host name, duplicate IP 
address, device running interim release image), slot IDs, card types, card 
families, firmware versions, and other network and inventory information as 
deemed appropriate by Cisco. 

Hypervisor Means a software program that manages multiple operating systems, or 
multiple instances of the same operating system, on a single computer 
system 

Independent Software Vendor Supplier of Third Party Software 

Smart Means the utilization of automated software-enabled capabilities that 
collect network diagnostic data, analyzed and compared with Cisco’s deep 
knowledge base to provide actionable insight. 

Smart Enabled Portal or Portal A web-based user interface to access Smart Net Total Care reports. 

SNTC Support Community Means the support forum located at cisco.com that addresses SNTC related 

items. 

Third Party UCS Product Non-Cisco hardware or software Customer has acquired directly from Third 
Party UCS Supplier that is used within the Unified Computing solution. 

Third Party UCS Software Software developed by an Independent Software Vendor. This software 
may include both initial software releases and upgrades/updates developed 
after initial release by the Independent Software Vendor. 

Third Party UCS Supplier A provider of Third Party UCS Product to Customer. 

TS Smart Applications Means mobile applications for a phone or tablet that enables user to 
manage service contracts, amongst other features and can be downloaded 
through iTunes or Google Play. Application requirements and further 
information regarding the TS Smart Applications can be found at 
http://www.cisco.com/web/about/facts_info/apps/technicalsupport.html. 

UCS Drive A disk drive from the Cisco Unified Computing System B series or UCS C 
series only. 

 

http://www.cisco.com/web/about/doing_business/legal/service_descriptions/docs/Drive_Retention_CoD.pdf
http://www.cisco.com/web/about/doing_business/legal/service_descriptions/docs/Drive_Retention_CoD.pdf
http://www.cisco.com/web/about/facts_info/apps/technicalsupport.html
http://www.cisco.com/web/about/facts_info/apps/technicalsupport.html


 

City and County of San Francisco 
Request for Proposals for Master Agreement  

for Cisco Products 
DT RFP #2020-02 

ConvergeOne Attachments 
 

August 22, 2019 ©2019 ConvergeOne  

Attachment 3 
Cisco Enhanced Limited Lifetime Hardware Warranty 



 

 

Cisco Enhanced Limited Lifetime 

Hardware Warranty 

WARR-ELTD-LIFE-HW 

Updated: October 2017 

 

© 2018 Cisco and/or its affiliates. All rights reserved. This document is Cisco Public Information. Page 1 of 6 

  



 

 
© 2018 Cisco and/or its affiliates. All rights reserved. This document is Cisco Public Information. Page 2 of 6 

Contents 

Cisco Enhanced Limited Lifetime Hardware Warranty Terms ............................................................................. 3 
Limited Hardware Warranty .................................................................................................................................. 3 
DISCLAIMER OF WARRANTY ............................................................................................................................. 4 
Governing Law, Jurisdiction and Venue ................................................................................................................ 4 

Return Material Authorizations ............................................................................................................................... 5 
Important Claim Information .................................................................................................................................. 5 
Service Assistance ................................................................................................................................................ 5 

Online Resources .................................................................................................................................................... 6 
Cisco End User License Agreement (EULA) ......................................................................................................... 6 
Warranty Online .................................................................................................................................................... 6 
Obtaining Documentation...................................................................................................................................... 6 

  



 

 
© 2018 Cisco and/or its affiliates. All rights reserved. This document is Cisco Public Information. Page 3 of 6 

Cisco Enhanced Limited Lifetime Hardware Warranty Terms 

The following are terms applicable to your hardware warranty. Your embedded software is subject to the Cisco 

EULA (link available below) and/or any SEULA or specific Software warranty terms for additional software products 

loaded on the device. 

Duration of Hardware Warranty: Lifetime
*
 

*
Contingent that original end user continues to own or use the product. In the event of discontinuance of product manufacture, 
Cisco hardware warranty support will be discontinued on the Last Date of Support (LDoS) published in the product End of Life 
Announcement. 

Replacement, Repair or Refund Procedure for Hardware: Where available, Cisco will use commercially 

reasonable efforts to ship a replacement for next business day delivery provided Cisco's determination of the 

hardware failure has been made before 3 p.m. depot time. Otherwise, a replacement part will be shipped the same 

business day. If a request is made after 3 p.m. depot time, Cisco will ship the advance replacement on the next 

business day. Actual delivery times will vary by customer location. Taxes and duties may apply and will be borne 

by the recipient of the replacement part. Refer to the link below about delivery availability: 

https://www.cisco.com/en/US/prod/services_genericcontent_warranty.html. 

Cisco reserves the right to refund the purchase price as its exclusive warranty remedy. 

Technical Assistance: Cisco Enhanced Limited Lifetime Hardware Warranty includes access to technical support 

during local business hours, 8 hours per day, 5 days per week. This support is available for a period of ninety (90) 

calendar days from the date of purchase of the Cisco product. 

Limited Hardware Warranty 

Hardware. Cisco Systems, Inc., or the Cisco Systems, Inc. subsidiary selling the Product ("Cisco") warrants that 

commencing from the date of shipment to Customer (and in case of resale by a Cisco reseller, commencing not 

more than ninety (90) days after original shipment by Cisco), and continuing for a period of the longer of (a) ninety 

(90) days or (b) as otherwise set forth at https://www.cisco.com/go/warranty, the Hardware will be free from defects 

in material and workmanship under normal use. The date of shipment of a Product by Cisco is set forth on the 

packaging material in which the Product is shipped. This limited warranty extends only to the original user of the 

Product. Customer's sole and exclusive remedy and the entire liability of Cisco and its suppliers under this limited 

warranty will be, at Cisco's or its service center's option, shipment of a replacement within the warranty period and 

according to the replacement process described in the warranty card (if any), or if no warranty card, as described 

on the Cisco Product Warranties web page https://www.cisco.com/go/warranty or a refund of the purchase price if 

the Hardware is returned to the party supplying it to Customer, freight and insurance prepaid. Cisco replacement 

parts used in Hardware replacement may be new or equivalent to new. Cisco's obligations hereunder are 

conditioned upon the return of affected Hardware in accordance with Cisco's or its service center's then-current 

Return Material Authorization (RMA) procedures. 

Restrictions. This limited warranty does not apply if the Hardware (a) has been altered, except by Cisco or its 

authorized representative, (b) has not been installed, operated, repaired, or maintained in accordance with 

instructions supplied by Cisco, (c) has been subjected to abnormal physical or electrical stress, abnormal 

environmental conditions, misuse, negligence, or accident; or (d) is licensed for beta, evaluation, testing or 

demonstration purposes.  

https://www.cisco.com/en/US/prod/services_genericcontent_warranty.html
https://www.cisco.com/go/warranty
https://www.cisco.com/go/warranty
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DISCLAIMER OF WARRANTY 

EXCEPT AS SPECIFIED IN THIS LIMITED WARRANTY, ALL EXPRESS OR IMPLIED CONDITIONS, 

REPRESENTATIONS, AND WARRANTIES INCLUDING, WITHOUT LIMITATION, ANY IMPLIED WARRANTY 

OR CONDITION OF MERCHANTABILITY, FITNESS FOR A PARTICULAR PURPOSE, NON-INFRINGEMENT, 

SATISFACTORY QUALITY, NON-INTERFERENCE, ACCURACY OF INFORMATIONAL CONTENT, OR 

ARISING FROM A COURSE OF DEALING, LAW, USAGE, OR TRADE PRACTICE, ARE HEREBY EXCLUDED 

TO THE EXTENT ALLOWED BY APPLICABLE LAW AND ARE EXPRESSLY DISCLAIMED BY CISCO, ITS 

SUPPLIERS AND LICENSORS. TO THE EXTENT AN IMPLIED WARRANTY CANNOT BE EXCLUDED, SUCH 

WARRANTY IS LIMITED IN DURATION TO THE EXPRESS WARRANTY PERIOD. BECAUSE SOME STATES 

OR JURISDICTIONS DO NOT ALLOW LIMITATIONS ON HOW LONG AN IMPLIED WARRANTY LASTS, THE 

ABOVE LIMITATION MAY NOT APPLY. THESE WARRANTIES GIVE CUSTOMER SPECIFIC LEGAL RIGHTS, 

AND CUSTOMER MAY ALSO HAVE OTHER RIGHTS WHICH VARY FROM JURISDICTION TO JURISDICTION. 

This disclaimer and exclusion shall apply even if the express warranty set forth above fails of its essential purpose. 

Limitations and Exclusions of Liability. In no event will Cisco or its licensors be liable for the following, 

regardless of the theory of liability or whether arising out of the use or inability to use the Hardware or otherwise, 

even if a party been advised of the possibility of such damages: (a) indirect, incidental, exemplary, special or 

consequential damages; (b) loss or corruption of data or interrupted or loss of business; or (c) loss of revenue, 

profits, goodwill or anticipated sales or savings. All liability of Cisco, its affiliates, officers, directors, employees, 

agents, suppliers and licensors collectively, to Customer, whether based in warranty, contract, tort (including 

negligence), or otherwise, shall not exceed the license fees paid by Customer to any Approved Source for the 

Hardware that gave rise to the claim. This limitation of liability for Hardware is cumulative and not per incident. 

Nothing in this limited warranty limits or excludes any liability that cannot be limited or excluded under applicable 

law.  

Governing Law, Jurisdiction and Venue 

If Customer acquired the Product in a country or territory listed below, as determined by reference to the address 

on the purchase order the Approved Source accepted, this table identifies the law that governs this limited warranty 

(notwithstanding any conflict of laws provision) and the specific courts that have exclusive jurisdiction over any 

claim arising under this limited warranty.  

Country or Territory Governing Law Jurisdiction and Venue 

United States, Latin America or the 
Caribbean 

State of California, United States of America Federal District Court, Northern District of 
California or Superior Court of Santa Clara 
County, California 

Canada Province of Ontario, Canada Courts of the Province of Ontario, Canada 

Europe (excluding Italy), Middle East, 
Africa, Asia or Oceania (excluding 
Australia) 

Laws of England English Courts 

Japan Laws of Japan Tokyo District Court of Japan 

Australia Laws of the State of New South Wales State and Federal Courts of New South Wales 

Italy Laws of Italy Court of Milan 

China Laws of the People’s Republic of China Hong Kong International Arbitration Center 

All other countries or territories State of California State and Federal Courts of California 



 

 
© 2018 Cisco and/or its affiliates. All rights reserved. This document is Cisco Public Information. Page 5 of 6 

The parties specifically disclaim the application of the UN Convention on Contracts for the International Sale of 

Goods. In addition, no person who is not a party to the EULA shall be entitled to enforce or take the benefit of any 

of its terms under the Contracts (Rights of Third Parties) Act 1999. Regardless of the above governing law, either 

party may seek interim injunctive relief in any court of appropriate jurisdiction with respect to any alleged breach of 

such party's intellectual property or proprietary rights.  

Return Material Authorizations 

To Receive a Return Materials Authorization (RMA) Number:  

● Please contact the party from whom you purchased the product.  

● If you purchased the product directly from Cisco, call Cisco TAC by phone to start a validation of your 

warranty claim. 

To obtain a directory of toll-free Cisco TAC telephone numbers for your country, go to this URL: 

https://www.cisco.com/go/DirTAC. 

If you are instructed to return your product under the terms of your warranty and issued an RMA Number, follow 

these steps: 

● Return the unit to Cisco or your network supplier as instructed. 

● Your unit will be replaced per the applicable warranty guidelines. 

● If you cannot locate your network supplier, you may return the unit to Cisco. 

Important Note - All material returned to Cisco must be accompanied by a Return Material Authorization (RMA) 

number. This number is necessary so that the factory can ensure proper tracking and handling of returned 

material. 

If you do not have an RMA number, Cisco reserves the right to refuse receipt of returned units.  

Important Claim Information 

Complete the form below and keep for ready reference. 

Product purchased from:  

Their telephone number:  

Product Model and Serial number:  

Maintenance Contract number:  

Service Assistance 

If you have a Cisco SMART Net Total Care service program or other maintenance agreement, request service 

under your agreement. You can purchase maintenance contracts from your local network supplier or from Cisco 

directly. 

Call the Cisco TAC line if you have contracted for this service. TAC support is not available as part of warranty 

alone.  

To obtain a directory of toll-free Cisco TAC telephone numbers for your country, go to this URL: 

https://www.cisco.com/go/DirTAC. 

https://www.cisco.com/go/DirTAC
https://www.cisco.com/go/DirTAC
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Online Resources 

Cisco End User License Agreement (EULA) 

The Cisco End User License Agreement (EULA) governing software use is available at the following URL: 

https://www.cisco.com/go/softwareterms. 

Warranty Online 

Product warranty terms and other information applicable to Cisco products are available at the following URL: 

https://www.cisco.com/go/warranty. 

Consult the above website or your Cisco Sales and Service Representative for a complete listing of Cisco products 

and applicable warranties. 

Obtaining Documentation  

For information on obtaining documentation, submitting a service request, and gathering additional information, see 

the monthly What's New in Cisco Product Documentation, which also lists all new and revised Cisco technical 

documentation, at: https://www.cisco.com/en/US/docs/general/whatsnew/whatsnew.html. 
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Cisco 90-Day Limited Hardware Warranty Terms 

The following are terms applicable to your hardware warranty. Your embedded software is subject to the Cisco 

EULA (link available below) and/or any SEULA or specific Software warranty terms for additional software products 

loaded on the device. 

Duration of Hardware Warranty: Ninety (90) Days 

Replacement, Repair or Refund Procedure for Hardware: Cisco or its service center will use commercially 

reasonable efforts to ship a replacement part within ten (10) working days after receipt of the RMA request. Actual 

delivery times may vary depending on Customer location. 

Cisco reserves the right to refund the purchase price as its exclusive warranty remedy. 

Limited Hardware Warranty 

Hardware. Cisco Systems, Inc., or the Cisco Systems, Inc. subsidiary selling the Product ("Cisco") warrants that 

commencing from the date of shipment to Customer (and in case of resale by a Cisco reseller, commencing not 

more than ninety (90) days after original shipment by Cisco), and continuing for a period of the longer of (a) ninety 

(90) days or (b) as otherwise set forth at https://www.cisco.com/go/warranty, the Hardware will be free from defects 

in material and workmanship under normal use. The date of shipment of a Product by Cisco is set forth on the 

packaging material in which the Product is shipped. This limited warranty extends only to the original user of the 

Product. Customer's sole and exclusive remedy and the entire liability of Cisco and its suppliers under this limited 

warranty will be, at Cisco's or its service center's option, shipment of a replacement within the warranty period and 

according to the replacement process described in the warranty card (if any), or if no warranty card, as described 

on the Cisco Product Warranties web page https://www.cisco.com/go/warranty or a refund of the purchase price if 

the Hardware is returned to the party supplying it to Customer, freight and insurance prepaid. Cisco replacement 

parts used in Hardware replacement may be new or equivalent to new. Cisco's obligations hereunder are 

conditioned upon the return of affected Hardware in accordance with Cisco's or its service center's then-current 

Return Material Authorization (RMA) procedures. 

Restrictions. This limited warranty does not apply if the Hardware (a) has been altered, except by Cisco or its 

authorized representative, (b) has not been installed, operated, repaired, or maintained in accordance with 

instructions supplied by Cisco, (c) has been subjected to abnormal physical or electrical stress, abnormal 

environmental conditions, misuse, negligence, or accident; or (d) is licensed for beta, evaluation, testing or 

demonstration purposes. 

https://www.cisco.com/go/warranty
https://www.cisco.com/go/warranty
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DISCLAIMER OF WARRANTY 

EXCEPT AS SPECIFIED IN THIS LIMITED WARRANTY, ALL EXPRESS OR IMPLIED CONDITIONS, 

REPRESENTATIONS, AND WARRANTIES INCLUDING, WITHOUT LIMITATION, ANY IMPLIED WARRANTY 

OR CONDITION OF MERCHANTABILITY, FITNESS FOR A PARTICULAR PURPOSE, NON-INFRINGEMENT, 

SATISFACTORY QUALITY, NON-INTERFERENCE, ACCURACY OF INFORMATIONAL CONTENT, OR 

ARISING FROM A COURSE OF DEALING, LAW, USAGE, OR TRADE PRACTICE, ARE HEREBY EXCLUDED 

TO THE EXTENT ALLOWED BY APPLICABLE LAW AND ARE EXPRESSLY DISCLAIMED BY CISCO, ITS 

SUPPLIERS AND LICENSORS. TO THE EXTENT AN IMPLIED WARRANTY CANNOT BE EXCLUDED, SUCH 

WARRANTY IS LIMITED IN DURATION TO THE EXPRESS WARRANTY PERIOD. BECAUSE SOME STATES 

OR JURISDICTIONS DO NOT ALLOW LIMITATIONS ON HOW LONG AN IMPLIED WARRANTY LASTS, THE 

ABOVE LIMITATION MAY NOT APPLY. THESE WARRANTIES GIVE CUSTOMER SPECIFIC LEGAL RIGHTS, 

AND CUSTOMER MAY ALSO HAVE OTHER RIGHTS WHICH VARY FROM JURISDICTION TO JURISDICTION. 

This disclaimer and exclusion shall apply even if the express warranty set forth above fails of its essential purpose. 

Limitations and Exclusions of Liability. In no event will Cisco or its licensors be liable for the following, 

regardless of the theory of liability or whether arising out of the use or inability to use the Hardware or otherwise, 

even if a party been advised of the possibility of such damages: (a) indirect, incidental, exemplary, special or 

consequential damages; (b) loss or corruption of data or interrupted or loss of business; or (c) loss of revenue, 

profits, goodwill or anticipated sales or savings. All liability of Cisco, its affiliates, officers, directors, employees, 

agents, suppliers and licensors collectively, to Customer, whether based in warranty, contract, tort (including 

negligence), or otherwise, shall not exceed the license fees paid by Customer to any Approved Source for the 

Hardware that gave rise to the claim. This limitation of liability for Hardware is cumulative and not per incident. 

Nothing in this limited warranty limits or excludes any liability that cannot be limited or excluded under applicable 

law. 

Governing Law, Jurisdiction and Venue 

If Customer acquired the Product in a country or territory listed below, as determined by reference to the address 

on the purchase order the Approved Source accepted, this table identifies the law that governs this limited warranty 

(notwithstanding any conflict of laws provision) and the specific courts that have exclusive jurisdiction over any 

claim arising under this limited warranty.  

Country or Territory Governing Law Jurisdiction and Venue 

United States, Latin America or the 
Caribbean 

State of California, United States of America Federal District Court, Northern District of 
California or Superior Court of Santa Clara 
County, California 

Canada Province of Ontario, Canada Courts of the Province of Ontario, Canada 

Europe (excluding Italy), Middle East, 
Africa, Asia or Oceania (excluding 
Australia) 

Laws of England English Courts 

Japan Laws of Japan Tokyo District Court of Japan 

Australia Laws of the State of New South Wales State and Federal Courts of New South Wales 

Italy Laws of Italy Court of Milan 

China Laws of the People’s Republic of China Hong Kong International Arbitration Center 

All other countries or territories State of California State and Federal Courts of California 
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The parties specifically disclaim the application of the UN Convention on Contracts for the International Sale of 

Goods. In addition, no person who is not a party to the EULA shall be entitled to enforce or take the benefit of any 

of its terms under the Contracts (Rights of Third Parties) Act 1999. Regardless of the above governing law, either 

party may seek interim injunctive relief in any court of appropriate jurisdiction with respect to any alleged breach of 

such party's intellectual property or proprietary rights. 

Return Material Authorizations 

To Receive a Return Materials Authorization (RMA) Number: 

● Please contact the party from whom you purchased the product. 

● If you purchased the product directly from Cisco, call Cisco TAC by phone to start a validation of your 

warranty claim. 

To obtain a directory of toll-free Cisco TAC telephone numbers for your country, go to this URL: 

https://www.cisco.com/go/DirTAC. 

If you are instructed to return your product under the terms of your warranty and issued an RMA Number, follow 

these steps: 

● Return the unit to Cisco or your network supplier as instructed. 

● Your unit will be replaced per the applicable warranty guidelines. 

● If you cannot locate your network supplier, you may return the unit to Cisco. 

Important Note - All material returned to Cisco must be accompanied by a Return Material Authorization (RMA) 

number. This number is necessary so that the factory can ensure proper tracking and handling of returned 

material. 

If you do not have an RMA number, Cisco reserves the right to refuse receipt of returned units. 

Important Claim Information 

Complete the form below and keep for ready reference. 

Product purchased from:  

Their telephone number:  

Product Model and Serial number:  

Maintenance Contract number:  

Service Assistance 

If you have a Cisco SMART Net Total Care service program or other maintenance agreement, request service 

under your agreement. You can purchase maintenance contracts from your local network supplier or from Cisco 

directly. 

Call the Cisco TAC line if you have contracted for this service. TAC support is not available as part of warranty 

alone. 

To obtain a directory of toll-free Cisco TAC telephone numbers for your country, go to this URL: 

https://www.cisco.com/go/DirTAC. 

https://www.cisco.com/go/DirTAC
https://www.cisco.com/go/DirTAC
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Online Resources 

Cisco End User License Agreement (EULA) 

The Cisco End User License Agreement (EULA) governing software use is available at the following URL: 

https://www.cisco.com/go/softwareterms. 

Warranty Online 

Product warranty terms and other information applicable to Cisco products are available at the following URL: 

https://www.cisco.com/go/warranty. 

Consult the above website or your Cisco Sales and Service Representative for a complete listing of Cisco products 

and applicable warranties. 

Obtaining Documentation 

For information on obtaining documentation, submitting a service request, and gathering additional information, see 

the monthly What's New in Cisco Product Documentation, which also lists all new and revised Cisco technical 

documentation, at: https://www.cisco.com/en/US/docs/general/whatsnew/whatsnew.html. 
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Service Description: Cisco Solution Support Services  

This document describes the Cisco Solution Support Services 
offering. 

Related Documents:  This document should be read in 

conjunction with the following documents also posted at 
www.cisco.com/go/servicedescriptions : (1) Glossary of Terms; 
(2) List of Services Not Covered; and (3) Severity and Escalation 
Guidelines.  All capitalized terms in this description have the 
meaning ascribed to them in the Glossary of Terms. 
 
Direct Sale from Cisco.  If you have purchased these Services 

directly from Cisco, this document is incorporated into your 
Master Services Agreement (MSA) with Cisco.  In the event of a 
conflict between this Service Description and your MSA, this 
Service Description shall govern. All capitalized terms not 
defined in the Supplemental Glossary of Terms for Unified 
Solution Support Services at the end of this document have the 
meaning ascribed in the MSA or equivalent services agreement 
executed between you and Cisco. 

Sale via Cisco-Authorized Reseller.  If you have purchased 

these Services through a Cisco-Authorized Reseller, this 
document is for description purposes only; is not a contract 
between you and Cisco.  The contract, if any, governing the 
provision of this Service will be the one between you and your 
Cisco Authorized Reseller.  Your Cisco Authorized Reseller 
should provide this document to you, or you can obtain a copy 
of this and other Cisco service descriptions at 
www.cisco.com/go/servicedescriptions. All capitalized terms not 
defined in the Supplemental Glossary of Terms for Cisco 
Solution Support Services at the end of this document have the 
meaning ascribed in the Glossary of Terms at the above URL. 

Services Summary  

Cisco Solution Support Services applies to solutions, 
infrastructures and appliances that have been either: defined in 
a Cisco Solution Support Service Definition Document, or 
Implemented following guidance of the covered Cisco Validated 
Design in all material respects. Cisco Solution Support Services 
as described in this document are intended to supplement 
product-level maintenance and support agreements from Cisco 
and Cisco’s Solution Technology Partner(s) where all products 
in the Solution are supported through product support services. 
The ability of Cisco to interact with both Cisco product support 
and product support from our Solution Technology Partner(s) 
will depend on the Customer’s entitlement to product support. 

Cisco Solution Support Services provides access to a team of 
Solution experts, who provide a primary point of contact for 
issues found within the Solution.  By combining these Cisco 
Solution Support resources with the Customer’s entitlements to 
technical support on all hardware and software elements that 
comprise the Solution, Cisco delivers support for the Solution, 
both directly and through coordination of product maintenance 

and support activities needed to troubleshoot and address 
issues across the Solution. 

Cisco Solution Support Services  

Cisco Responsibilities: 

• Cisco Solution Support Center access 24 hours per 
day, 7 days per week to assist by telephone, fax, 
electronic mail or the internet with Solution use, 
configuration and troubleshooting issues. Cisco will 
respond within thirty (30) minutes for Severity 1 and 2 
calls received. For Severity 3 and 4 calls, Cisco will 
respond within one (1) hour for all calls received during 
Standard Business Hours and for calls received 
outside Standard Business Hours, Cisco will respond 
no later than the next Business Day. 

• Manage problems according to the Cisco Severity and 
Escalation Guideline. 

• Access to Cisco.com for information on the Solution 
being supported.  This system provides Customer with 
helpful technical and general information on the 
Solution. Please note that access restrictions identified 
by Cisco may apply. 

• To the extent allowed by our Solution Technology 
Partners, Cisco will provide technical issue 
management for issues encountered with the Solution. 

• In the event Cisco determines escalation to a Solution 
Technology Partner for Third Party Product support is 
necessary, Cisco will work with the Customer and the 
applicable Solution Technology Partner to open a case 
for the Customer in the Solution Technology Partner’s 
case management system.   

• As part of the Services, it may be necessary for 
Cisco to disclose Customer information to the 
applicable Solution Technology Partner. Such 
information may include logs and contact 
information. 

• Cisco will provide information, to the extent 
allowable, to Solution Technology Partner in 
support of Solution Technology Partner 
conducting diagnosis and resolution of the 
Customer’s issue. 

• Cisco will provide updates on actions taken to 
resolve the Customer’s issue as a single point of 
contact. 

http://www.cisco.com/go/servicedescriptions
http://www.cisco.com/go/servicedescriptions
https://www.cisco.com/c/dam/en_us/about/doing_business/legal/service_descriptions/docs/Cisco_Severity_and_Escalation_Guidelines.pdf
https://www.cisco.com/c/dam/en_us/about/doing_business/legal/service_descriptions/docs/Cisco_Severity_and_Escalation_Guidelines.pdf
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• For some products, Cisco may open cases on 
behalf of Customer with Solution Technology 
Partner provided Customer and Solution 
Technology Partner have agreed to allow Cisco to 
act as Customer's agent in this limited capacity. 

Customer Responsibilities: 

The provision of the Service assumes that Customer will: 

• Ensure that Cisco Solution Support or Solution Support 
with Smart Net Total Care is purchased to cover the 
solution and all Cisco products that are a part of the 
covered Solution. 

• Provide a severity level as described in the Cisco 
Severity and Escalation Guideline for all Customer 
support requests. 

• Unless otherwise instructed by Cisco, Customer will 
open all cases, where Solution support is expected, 
with Cisco and using the service contract associated 
with the Cisco Solution Support Service. 

• Customer acknowledges that it will be necessary for 
Cisco to disclose Customer information to Solution 
Technology Partners for the purposes of case 
response, product specific support, advance 
troubleshooting and product issue resolution and 
Customer authorizes such disclosure. 

• Customer is required, at the Customer’s expense, 
during the term of the Services, to procure and sustain 
a level of technical maintenance and support on all 
hardware and software elements of the Solution, at no 
less than a reasonable level for elements operating in 
a production environment. 

• Provide, at Customer’s expense, reasonable access to 
Solution elements through the Internet or via modem to 
establish a data communication link between 
Customer and the Cisco engineer and/or Solution 
Technology Partner support personnel as applicable 
and systems passwords so that problems may be 
diagnosed and, where possible, corrected remotely.   

• Customer will be required to have and maintain 
permissions to access Solution Technology Partner 
websites for Solution Technology Partner software 
releases (i.e., patches, updates and upgrades) as well 
as for specific information, documentation and 
knowledge base related to Third Party Software that 
may interact with the Solution. 

• For Solution Support Services that requires following a 
Cisco Validated Design, Customer will be required to 
implement and maintain the Solution being covered 
following the guidance set out in a current version of 
the Cisco Validated Design in all material respects. 

• Provide thirty (30) days Notice to Cisco of material 
increase in the scale of the Solution being supported.   

• Provide current shipment contact information as 
follows: contact name, title, address, telephone 
number, e-mail address, and fax number.  

• Provide valid and applicable contract numbers, 
component level serial numbers or other applicable 
entitlement information as requested by Cisco or the 
applicable Solution Technology Partner for problems 
and issues reported to Cisco. Cisco may also require 
Customer provide additional information in the form of 
location of Solution components, city location details 
and Postal code information.  

• When requested, provide Cisco with a list of all 
personnel that Customer has authorized to contact 
Cisco or access Cisco.com for Services. Customer is 
responsible for reviewing the list on an annual basis 
and adding or removing personnel as necessary 

• Update to the latest Cisco, and/or latest Solution 
Technology Partner software release, if advised by 
Cisco or Solution Technology Partner, as applicable, to 
correct a reported problem. 

• Pay to Cisco and/or Solution Technology Partners all 
engineering time, travel, and out-of-pocket expenses if 
Customer request performance of onsite Services or 
Services outside the scope of this document.   

• Provide any hardware and/or software required to 
perform fault isolation. 

• Acquire and maintain technical support for all Cisco 
and Technology Partner products interacting with the 
Solution, including application of upgrades required by 
Cisco or the Technology Partner. 

Supplemental Glossary of Terms for Cisco Solution 
Support Services  

• Cisco Solution Support Service Definition 
Document means a document identifying technology 

infrastructures supported under the Cisco Solution 
Support Services and the varying levels (Tier 1, Tier 2 
or Tier 3) of coverage provided by Cisco on Third Party 
Products. 

• Cisco Validated Design means a design created and 

validated by Cisco and published on Cisco.com at 
www.cisco.com/go/designzone, incorporated herein by 
reference. 

• Independent Software Vendor means a supplier of 

Third Party Software.  

• Solution Technology Partner means an independent 

technology supplier whose products have been 
validated for inclusion by Cisco in a Cisco Validated 
Design. 

• Solution means a solution or appliance based on a 

Cisco Validated Design or addressed in the Cisco 
Solution Support Service Definition Document.  

https://www.cisco.com/c/dam/en_us/about/doing_business/legal/service_descriptions/docs/Cisco_Severity_and_Escalation_Guidelines.pdf
https://www.cisco.com/c/dam/en_us/about/doing_business/legal/service_descriptions/docs/Cisco_Severity_and_Escalation_Guidelines.pdf
http://www.cisco.com/go/designzone


Page 3 of 3 
 

Controlled Doc. # EDM-105524500 Ver: 3.0 Last Modified: Wed Oct 03 07:44:41 PDT 2018 
CISCO PUBLIC INFORMATION, Cisco Solution Support Services.docx 

• Third Party Software means software developed by 

either a Solution Technology Partner or an 
Independent Software Vendor.  This software may 
include both initial software releases and 
upgrades/updates developed after initial release by the 

Solution Technology Partner or an Independent 
Software Vendor, as applicable. 

• Third Party Product means non-Cisco hardware or 

software Customer has acquired directly from Solution 
Technology Partner that is used within the Solution. 
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Service Description: Software Support  
  
This document describes the service offers under Cisco Software Support. This includes Software Support Service 
(SWSS), Software Support Basic, Software Support Enhanced and Software Support Premium. 
 
Related Documents   
This document should be read in conjunction with the documents posted under “Related Documents” at 
www.cisco.com/go/servicedescriptions/, including End User Obligations, Glossary of Terms, List of Services Not 
Covered, and Severity and Escalation Guidelines. 
 
Direct Sale from Cisco 
If a Customer purchased these Services directly from Cisco, this document is incorporated by reference into the 
Customer’s services agreement with Cisco for the delivery of Software Support Services for perpetual software, 
subscription software, or Software as a Service (SaaS) offers by Cisco.  Such applicable agreement being referred to 
as the “Agreement” in this document. If there is a conflict between this Service Description and the Agreement, this 
Service Description shall govern.  
 
Sale via Cisco Authorized Reseller 
If the Customer has purchased these Services through a Cisco Authorized Reseller, this document is for informational 
purposes only; it is not a contract between the Customer and Cisco. The contract, if any, governing the provision of this 
Service is the one between Customer and Authorized Reseller. The Authorized Reseller will provide the contract to the 
end user.  
 
All capitalized terms have the meaning ascribed in the Glossary of Terms or the Agreement referenced in the above. 
 
Service Summary 

Software Support service covers its associated Application Software sold as any of the following: 

• On premises perpetual software license  
• On premises software subscription license  
• Software as a Service subscription for software residing in the Cisco cloud 

Note: Software subscription may be a hybrid which is a software application that resides in both the Cisco cloud 
and on premises or may offer the right to use the application in either a Cloud or on premises environment. 

For each Application Software product, any subset of the following Software Support options may be available for 
purchase: 

• Basic 
• Enhanced 
• Premium 

 
For an on premises perpetual software license, SWSS may be available for purchase for Software Support coverage. 
SWSS has the same service deliverables of the Software Support Basic option with Phone Support. 
 
For an on premises perpetual software license, the Software Support option purchased with the license should be 
identified. If the option is not identifiable, the Basic option with Phone Support or SWSS is the default.  The Enhanced 
option includes the deliverables of the Basic option.  The Premium option includes the deliverables of the Enhanced 
and the Basic option. 

 
For software subscription licenses and Software as a Service subscriptions, a specific Software Support option is 
embedded. If the option is not identifiable, the Basic option with Phone Support is the default.  Customer may purchase 
any available additional Software Support option to complement the embedded Software Support deliverables in that 

http://www.cisco.com/go/servicedescriptions/
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subscription.  For a subscription that embeds only the Basic deliverables, the Enhanced option can be purchased for 
additional Enhanced deliverables.  Alternatively, the Premium option can be purchased for additional deliverables 
described in the Enhanced and the Premium sections.  
 
 
Cisco Responsibilities 
Cisco shall provide the various Software Support Services according to the option selected on the Purchase Order of 
the Software Support for perpetual software, subscription software, or Software as a Service subscription for which 
Cisco has been paid the appropriate fee.  Customer is entitled to the purchased Software Support Service only during 
the term of the service. 
 
Cisco provides support for partner hosted and managed solutions only if the solution is deployed and offered in a 
manner consistent with the then-current, applicable program requirements, if any.  Cisco may deny or cease providing 
support if the partner’s solution does not or no longer meets the program requirements. 
 
 
Basic 

• Cisco Technical Support access is identified in the offer with either one of these two methods: 

Online Support 

• Allows access for support and troubleshooting via online tools and web case submission only.  
No telephone case submission is included with this option. Case severity or escalation guidelines 
are not applicable. Refer to Software Support Response Time table for details. 

Phone Support 

• Cisco Technical Assistance Center (TAC) access 24 hours per day, 7 days per week to assist 
by telephone, or web case submission and online tools with Application Software use and 
troubleshooting issues. Refer to Software Support Response Time table for details. 

• Manage problems according to the Cisco Software Support Severity Guidelines.  

• Provide Maintenance Releases for Cisco IP Phones that are deployed in a covered Cisco Unified 
Communications Manager (“CUCM”) environment.  

• Access to Cisco.com. This system provides Customer with helpful technical and general information on 
Cisco Products as well as access to Cisco's on-line Software Center library. Please note that access 
restrictions identified by Cisco from time to time may apply.  

• For Cisco ONE Software, the Software Support service purchased with the perpetual license or 
embedded in the on premises software subscription on or after January 1, 2017, Cisco will provide 
Customers with access to new suite capabilities and/or features for the existing Cisco ONE Software 
suite(s) that Customer has purchased, if and when such capabilities and/or features become available 
during the duration of the Services term. 

• Application Software Updates: 

• Work-around solutions or patches to reported Application Software problems using reasonable 
commercial efforts for on premises Software. For an Application Software patch for on premises 
software, a Maintenance Release for the Application Software experiencing the problem will be 
provided as follows: (a) download from Cisco.com (as available), or (b) shipment of Application 
Software on media such as CDROM using a nominated carrier. Requests for alternative carriers 
will be at Customer’s expense.  

• Major, Minor and Maintenance Releases for on premises software. For Application Software that 
runs on Customer’s premises or in a Customer controlled environment, the Application Software 
releases and supporting Documentation are available on the Cisco.com Software Center 
(http://www.cisco.com/go/software) or on media such as CDROM, through the Cisco Product 
Upgrade Tool (PUT). Applicable supporting Documentation, if available, is on Cisco.com and is 
limited to one copy per release. Additional copies may be purchased.  
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For Software as a Service (SaaS):  
• Any patches, Maintenance Release, Minor Release and Major Release of the Application 

Software will be incorporated into the Software as a Service and may not be provided as 
downloads to Customer. 

 

Enhanced 

• Cisco Technical Assistance Center (TAC) access 24 hours per day, 7 days per week to assist by 
telephone, or online tools with Application Software use and troubleshooting issues. Cisco will respond 
within thirty (30) minutes for Severity 1 and 2 calls received. For Severity 3 and 4 calls, Cisco will 
respond within two (2) hours.  

• Support cases are prioritized over those associated with Basic option. 

• Proactive guidance for Smart Account structure set up and software license activation. 

• Configuration Support to provide advice and process guidance for maintaining consistency of the 
Application Software performance in the Customer’s IT environment. Examples include: 

• Guidance for deploying software Updates and migration 

• Guidance for initial installation & deployment pertained to Application Software 

• For Collaboration Flex Plan, configuration assistance for single sign on, directory integration, hybrid 
calendar, proximity will be provided during the first 90 days. 

• All TAC cases submitted will be routed to a team of TAC experts for reactive case handling for Software 
issue resolution.   

• Initial meeting to understand Customer’s desired outcomes to define an IT and Infosec adoption plan. 

• Periodic technical status reviews  

• Confirm the Customer’s desired outcomes and suggest any updates to the IT and Infosec 
adoption plan. 

• Proactively review and recommend any changes to the Software configuration, settings, etc. 
and provide technical guidance with any ongoing Customer needs in alignment with desired 
outcomes.  

• Compare progress to date against goals  

• Address limitations or influences related to IT and Infosec adoption plan 

• Make recommendations on leveraging best practice guides, training, marketing material or 
suggestions for process changes to better achieve desired outcomes. 

• Proactive  support associated with integrating the Application Software into the Customer’s IT 
environment, and also ongoing guidance to Customer’s help desk personnel in providing internal 
support to users of the Application Software. Examples include: 

• Best practice training of Customer help desk personnel on processes and product features. 

• Conduct periodic Cisco system risk evaluation for on premises deployments. 

• Access to training course(s) for the Software in the Cisco Learning Network online training library. 

 
 
 
Premium 

• Cisco Technical Assistance Center (TAC) access 24 hours per day, 7 days per week to assist by 
telephone, or online tools with Application Software use and troubleshooting issues. Cisco will respond 
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within fifteen (15) minutes for Severity 1 and 2 calls received. For Severity 3 and 4 calls, Cisco will respond 
within one (1) hour.  

• Support cases are prioritized over those associated with Enhanced option. 

• Designated Service Management of the covered products by a technical subject matter expert during 
local business hours 

• The Designated Service Manager (DSM) provides incident management, change management 
and escalation management. The DSM also facilitates and expedites resolution for severity 1 
and 2 cases based on Customer specific use cases.  

• The DSM assists in problem management by providing technical consultation for any work 
around or appropriate corrective action based on any available root cause analysis.  

• Quarterly technical reviews:  The Designated Service Manager (DSM) will conduct quarterly 
technical reviews on status and results of both technical and proactive support issues for the 
designated product offerings with reviews of overall operational performance. 

• Proactive Support under Designated Service Management which utilizes Customer information, such as 
Customer’s Environment, software configuration, operation workflows, and IT and Infosec adoption plan 
to provide the following: 

• Technical consultation for any operational safeguards against known issues and changes that 
may affect operations and availability of the Application Software. 

• Consultation for planned product changes that may affect availability of Application Software or 
its feature set.  

• Semi-annual consultation to help planning for upgrades, expansion and migration for any 
necessary deployment growth. 

• Annual summary for case trend analysis, software configuration review and recommendation 
for any changes 

• Advanced proactive support for lifecycle management 

• Monthly technical status review as described in Enhanced 

• Advanced support analytics: Customer Dashboard Report of Support Case Analysis for 
Severity 1 and 2 issues with best practices in reducing these types of Support Cases. 

 

Customer Responsibilities.  
The provision of the Services by Cisco assumes that the Customer will facilitate Software Support Services as 
follows:  

• Provide, at Customer’s expense, reasonable access to the on premises Product through the Internet to 
establish a data communication link between Customer’s environment and the Cisco TAC engineer and 
systems passwords so that problems may be diagnosed and, where possible, corrected remotely.  

• Provide current shipment contact information as follows: contact name, title, address, telephone 
number, e-mail address, and fax number.  

• Provide valid and applicable license, authentication or other information to identify the purchase for all 
Products that problems and issues are reported to Cisco or where Customer is seeking information from 
Cisco in connection with Product use. Cisco may also require Customer to provide additional 
information in the form of location of the Product, city location details and postal code information.  

• When requested, provide Cisco with a list of all personnel that Customer has authorized to contact 
Cisco or access Cisco.com for Services and to download Application Software from Cisco.com or 
Cisco's PUT. Customer is responsible for reviewing the list on an annual basis and adding or removing 
personnel as necessary.  
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• Update to the latest Software release and latest third-party Software release, if required by Cisco to 
correct a reported Application Software problem.  

• Pay all engineering time, travel, and out-of-pocket expenses if Customer request performance of onsite 
Services outside the scope of Service options described in this document.  

• Provide any hardware required to perform fault isolation.  

• Update support contract information to reflect the latest Major and Minor release deployed on their 
premise.  

• Make all reasonable efforts to isolate the Application Software problem prior to requesting support from 
Cisco.  

• Acquire, install configure and provide technical support for Third-party Products, including upgrades 
required by Cisco or related Services; and for Network infrastructure, including, but not limited to, local 
and wide-area data Networks and equipment required by Cisco for operation of Application Software.  

• Maintain Customer’s entire Application Software implementation for configurable Application Software 
currently in use under the same Service option for Cisco to provide Services for any portion of 
Customer’s Application Software implementation.  

• Some capabilities for delivering on premises services requires the Customer to allow telemetry data to 
be shared with Cisco. The Customer must agree to this in order to have the services delivered. This 
data will only be utilized for purposes of providing the service. 

In addition, the provision of the  Enhanced and  Premium, Cisco assumes that Customer will facilitate Software 
Support Services as follows: 

• Designate and provide contact information for representative(s) as IT and Infosec adoption primary point 
of contact with Cisco who will regularly attend and participate in online meetings with Cisco to review 
support operations metrics.  

• Designate and provide contact information or primary representative(s) who would request support from 
TAC for the cases using the Enhanced and Premium priority routing privilege. 

• To perform analytics on consumption data to help improving feature usage, Customer will provide 
consumption information via any mutually agreed method. 

• Designate software users, IT admin and help desk to attend and participate in training and support 
process reviews, when applicable.  

• Customer’s designated software users will complete any necessary training made available by Cisco that 
are recommended for the Products purchased by Customer. 

• Advise Cisco of its standard operating procedures related to its business practices, its internal operational 
nomenclature and Environment to allow Cisco to discuss cases with Customer in the context of 
Customer’s business environment.  

• Maintain the entire software implementation for each technology in use under the same Software Support 
option for Cisco to provide Services for any portion of the software implementation. 

• Cisco Webex Meetings customers with Enhanced or Premium who are under the Cloud Connected 
Audio Service Provider Partner offer acknowledge and authorize that, if all necessary agreements are in 
place with partners, Cisco will disclose Customer information to the Cisco Cloud Connected Audio 
Service or Webex audio partner for the purposes of Cisco-led case coordination. 

 

Software Support Severity Guidelines 
 
All submitted cases associated with Basic option with Online Support have no severity classification, and will be handled 
within the next business day during Standard Business Hours using Email response to the submitted case. 
 
Cases submitted for Application Software associated with Software Support Services Basic option with Phone Support, 
Enhanced option and Premium option must be assigned with one of the following severity. 
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The following definitions for Severity are specific to Software Support Services. 
 

Severity 1 means Application Software is unavailable or down or there is a critical impact to a significant 
impact to Customer’s business operation. Customer and Cisco both will commit full-time resources to resolve 
the situation. 
 
Severity 2 means Application Software is degraded or significant aspects of Customer’s business operation 
are negatively impacted by unacceptable software performance.  Customer and Cisco both will commit full-
time resources during Standard Business Hours to resolve the situation. 
 
Severity 3 means Application Software is impaired, although most business operations remain functional. 
Customer and Cisco both are willing to commit resources during Standard Business Hours to resolve the 
situation. 
 
Severity 4 means minor intermittent functionality or performance issue, or information is required on 
Application Software. There is little or no impact to Customer’s business operation.  Customer and Cisco both 
are willing to provide resources during Standard Business Hours to provide assistance or information as 
requested. 

 
 
Software Support Response Time Objectives 

Response time is defined as the time from when a case has been submitted in the case management system by 
Customer to the time when a support engineer has made contact regarding the issue reported in the case.  The following 
table outlines the objectives that Cisco strives to achieve to respond to submitted cases based on their case severity.  
In some cases, the assigned cases severity may be adjusted to align with the Software Support Severity Guidelines. 
 

Software 
Support 
Service 

Technical Support Coverage Response Time Objective for 
Case Severity 1 or 2 

Response Time Objective for 
Case Severity 3 or 4 

Premium 24x7 via Phone & Email/Web Response within 15 minutes Response within 1 hour 

Enhanced 24x7 via Phone & Email/Web Response within 30 minutes Response within 2 hours 

Basic with 
Phone 

Support 
24x7 via Phone & Email/Web Response within 1 hour Response within next 

Business Day 

Basic with 
Online 

Support 
Email/Web 

Severity is not required to be specified. 
Response to all cases within next Business Day  

during local Standard Business Hours 

 
 
Software Support Escalation Guidelines 
 
If Customer does not believe that adequate progress is being made or that the quality of Cisco service is unsatisfactory, 
Customer is encouraged to escalate the problem to the appropriate level of management by asking for the TAC duty 
manager.  Refer to the Cisco Severity and Escalation Guideline document for the Escalation Guideline associated with 
the case severity.  
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Cisco Limited Lifetime Hardware Warranty Terms 

The following are terms applicable to your hardware warranty. Your embedded software is subject to the Cisco 

EULA (link available below) and/or any SEULA or specific Software warranty terms for additional software products 

loaded on the device. 

Duration of Hardware Warranty: Lifetime
*
 

*
Contingent that original end user continues to own or use the product. In the event of discontinuance of product manufacture, 
Cisco hardware warranty support will be discontinued on the Last Date of Support (LDoS) published in the product End of Life 
Announcement. 

Replacement, Repair or Refund Procedure for Hardware: Cisco or its service center will use commercially 

reasonable efforts to ship a replacement part within ten (10) working days after receipt of the RMA request. 

Actual delivery times may vary depending on Customer location. 

Cisco reserves the right to refund the purchase price as its exclusive warranty remedy. 

Limited Hardware Warranty 

Hardware. Cisco Systems, Inc., or the Cisco Systems, Inc. subsidiary selling the Product ("Cisco") warrants that 

commencing from the date of shipment to Customer (and in case of resale by a Cisco reseller, commencing not 

more than ninety (90) days after original shipment by Cisco), and continuing for a period of the longer of (a) ninety 

(90) days or (b) as otherwise set forth at https://www.cisco.com/go/warranty, the Hardware will be free from defects 

in material and workmanship under normal use. The date of shipment of a Product by Cisco is set forth on the 

packaging material in which the Product is shipped. This limited warranty extends only to the original user of the 

Product. Customer's sole and exclusive remedy and the entire liability of Cisco and its suppliers under this limited 

warranty will be, at Cisco's or its service center's option, shipment of a replacement within the warranty period and 

according to the replacement process described in the warranty card (if any), or if no warranty card, as described 

on the Cisco Product Warranties web page https://www.cisco.com/go/warranty or a refund of the purchase price if 

the Hardware is returned to the party supplying it to Customer, freight and insurance prepaid. Cisco replacement 

parts used in Hardware replacement may be new or equivalent to new. Cisco's obligations hereunder are 

conditioned upon the return of affected Hardware in accordance with Cisco's or its service center's then-current 

Return Material Authorization (RMA) procedures. 

Restrictions. This limited warranty does not apply if the Hardware (a) has been altered, except by Cisco or its 

authorized representative, (b) has not been installed, operated, repaired, or maintained in accordance with 

instructions supplied by Cisco, (c) has been subjected to abnormal physical or electrical stress, abnormal 

environmental conditions, misuse, negligence, or accident; or (d) is licensed for beta, evaluation, testing or 

demonstration purposes.  

https://www.cisco.com/go/warranty
https://www.cisco.com/go/warranty
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DISCLAIMER OF WARRANTY 

EXCEPT AS SPECIFIED IN THIS LIMITED WARRANTY, ALL EXPRESS OR IMPLIED CONDITIONS, 

REPRESENTATIONS, AND WARRANTIES INCLUDING, WITHOUT LIMITATION, ANY IMPLIED WARRANTY 

OR CONDITION OF MERCHANTABILITY, FITNESS FOR A PARTICULAR PURPOSE, NON-INFRINGEMENT, 

SATISFACTORY QUALITY, NON-INTERFERENCE, ACCURACY OF INFORMATIONAL CONTENT, OR 

ARISING FROM A COURSE OF DEALING, LAW, USAGE, OR TRADE PRACTICE, ARE HEREBY EXCLUDED 

TO THE EXTENT ALLOWED BY APPLICABLE LAW AND ARE EXPRESSLY DISCLAIMED BY CISCO, ITS 

SUPPLIERS AND LICENSORS. TO THE EXTENT AN IMPLIED WARRANTY CANNOT BE EXCLUDED, SUCH 

WARRANTY IS LIMITED IN DURATION TO THE EXPRESS WARRANTY PERIOD. BECAUSE SOME STATES 

OR JURISDICTIONS DO NOT ALLOW LIMITATIONS ON HOW LONG AN IMPLIED WARRANTY LASTS, THE 

ABOVE LIMITATION MAY NOT APPLY. THESE WARRANTIES GIVE CUSTOMER SPECIFIC LEGAL RIGHTS, 

AND CUSTOMER MAY ALSO HAVE OTHER RIGHTS WHICH VARY FROM JURISDICTION TO JURISDICTION. 

This disclaimer and exclusion shall apply even if the express warranty set forth above fails of its essential purpose. 

Limitations and Exclusions of Liability. In no event will Cisco or its licensors be liable for the following, 

regardless of the theory of liability or whether arising out of the use or inability to use the Hardware or otherwise, 

even if a party been advised of the possibility of such damages: (a) indirect, incidental, exemplary, special or 

consequential damages; (b) loss or corruption of data or interrupted or loss of business; or (c) loss of revenue, 

profits, goodwill or anticipated sales or savings. All liability of Cisco, its affiliates, officers, directors, employees, 

agents, suppliers and licensors collectively, to Customer, whether based in warranty, contract, tort (including 

negligence), or otherwise, shall not exceed the license fees paid by Customer to any Approved Source for the 

Hardware that gave rise to the claim. This limitation of liability for Hardware is cumulative and not per incident. 

Nothing in this limited warranty limits or excludes any liability that cannot be limited or excluded under applicable 

law.  

Governing Law, Jurisdiction and Venue 

1If Customer acquired the Product in a country or territory listed below, as determined by reference to the address 

on the purchase order the Approved Source accepted, this table identifies the law that governs this limited warranty 

(notwithstanding any conflict of laws provision) and the specific courts that have exclusive jurisdiction over any 

claim arising under this limited warranty.  

Country or Territory Governing Law Jurisdiction and Venue 

United States, Latin America or the 
Caribbean 

State of California, United States of America Federal District Court, Northern District of 
California or Superior Court of Santa Clara 
County, California 

Canada Province of Ontario, Canada Courts of the Province of Ontario, Canada 

Europe (excluding Italy), Middle East, 
Africa, Asia or Oceania (excluding 
Australia) 

Laws of England English Courts 

Japan Laws of Japan Tokyo District Court of Japan 

Australia Laws of the State of New South Wales State and Federal Courts of New South Wales 

Italy Laws of Italy Court of Milan 

China Laws of the People’s Republic of China. Hong Kong International Arbitration Center 

All other countries or territories State of California State and Federal Courts of California 
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The parties specifically disclaim the application of the UN Convention on Contracts for the International Sale of 

Goods. In addition, no person who is not a party to the EULA shall be entitled to enforce or take the benefit of any 

of its terms under the Contracts (Rights of Third Parties) Act 1999. Regardless of the above governing law, either 

party may seek interim injunctive relief in any court of appropriate jurisdiction with respect to any alleged breach of 

such party's intellectual property or proprietary rights.  

Return Material Authorizations 

To Receive a Return Materials Authorization (RMA) Number:  

● Please contact the party from whom you purchased the product.  

● If you purchased the product directly from Cisco, call Cisco TAC by phone to start a validation of your 

warranty claim. 

To obtain a directory of toll-free Cisco TAC telephone numbers for your country, go to this URL: 

https://www.cisco.com/go/DirTAC. 

If you are instructed to return your product under the terms of your warranty and issued an RMA Number, follow 

these steps: 

● Return the unit to Cisco or your network supplier as instructed. 

● Your unit will be replaced per the applicable warranty guidelines. 

● If you cannot locate your network supplier, you may return the unit to Cisco. 

Important Note - All material returned to Cisco must be accompanied by a Return Material Authorization (RMA) 

number. This number is necessary so that the factory can ensure proper tracking and handling of returned 

material. 

If you do not have an RMA number, Cisco reserves the right to refuse receipt of returned units.  

Important Claim Information 

Complete the form below and keep for ready reference. 

Product purchased from:  

Their telephone number:  

Product Model and Serial number:  

Maintenance Contract number:  

Service Assistance 

If you have a Cisco SMART Net Total Care service program or other maintenance agreement, request service 

under your agreement. You can purchase maintenance contracts from your local network supplier or from Cisco 

directly. 

Call the Cisco TAC line if you have contracted for this service. TAC support is not available as part of warranty 

alone.  

To obtain a directory of toll-free Cisco TAC telephone numbers for your country, go to this URL: 

https://www.cisco.com/go/DirTAC. 

https://www.cisco.com/go/DirTAC
https://www.cisco.com/go/DirTAC
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Online Resources 

Cisco End User License Agreement (EULA) 

The Cisco End User License Agreement (EULA) governing software use is available at the following URL: 

https://www.cisco.com/go/softwareterms. 

Warranty Online 

Product warranty terms and other information applicable to Cisco products are available at the following URL: 

https://www.cisco.com/go/warranty. 

Consult the above website or your Cisco Sales and Service Representative for a complete listing of Cisco products 

and applicable warranties. 

Obtaining Documentation  

For information on obtaining documentation, submitting a service request, and gathering additional information, see 

the monthly What's New in Cisco Product Documentation, which also lists all new and revised Cisco technical 

documentation, at: https://www.cisco.com/en/US/docs/general/whatsnew/whatsnew.html. 
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Cisco Unified Computing 3-Year Limited Hardware Warranty Terms 

The following are terms applicable to your hardware warranty. Your embedded software is subject to the Cisco 

EULA (link available below) and/or any SEULA or specific Software warranty terms for additional software products 

loaded on the device. 

Duration of Hardware Warranty: Three (3) Years 

Replacement, Repair or Refund Procedure for Hardware: Listed below are the types of warranty service that 

may be applicable to Cisco Unified Computing products. Service levels are response time objectives and are not 

guaranteed. The specified level of warranty service may not be available in all worldwide locations.  

Customer Replaceable Unit (“CRU”) Service: Cisco provides a replacement unit to the Customer and the Customer 

performs the installation. CRU information and replacement instructions are shipped with the replacement unit and 

are available from Cisco at any time upon request. Cisco specifies the material shipped with the replacement unit 

whether the defective unit must be returned to Cisco. If a return of the defective is required 1) the Customer 

instructions and a container are shipped with the replacement unit and 2) Customers may be charged for the 

replacement unit if Cisco does not receive the defective unit within the period specified in the return instructions. 

Advanced Replacement Warranty Service: Under the terms of the advanced replacement warranty service, Cisco 

will ship a replacement unit directly to the Customer if the Cisco hardware product purchased is diagnosed as 

defective. Cisco or its service center will use commercially reasonable efforts to ship a replacement part within the 

Next Cisco Business Day (“NBD”) after receipt of the Return Materials Authorization (“RMA”) request. Actual 

delivery times may vary depending on Customer location.  

Onsite Support: Onsite support may be utilized to address the defective unit. Cisco may, at its sole discretion, 

determine if a defect can be repaired through any of the following means:  

● Remotely (or via Cisco’s Smart Call Home functionality, if enabled) 

● By the use of a CRU part 

● By a service call at the location of the defective unit 

Cisco reserves the right to refund the purchase price as its exclusive warranty remedy. 

Limited Hardware Warranty 

Hardware. Cisco Systems, Inc., or the Cisco Systems, Inc. subsidiary selling the Product ("Cisco") warrants that 

commencing from the date of shipment to Customer (and in case of resale by a Cisco reseller, commencing not 

more than ninety (90) days after original shipment by Cisco), and continuing for a period of the longer of (a) ninety 

(90) days or (b) as otherwise set forth at https://www.cisco.com/go/warranty, the Hardware will be free from defects 

in material and workmanship under normal use. The date of shipment of a Product by Cisco is set forth on the 

packaging material in which the Product is shipped. This limited warranty extends only to the original user of the 

Product. Customer's sole and exclusive remedy and the entire liability of Cisco and its suppliers under this limited 

warranty will be, at Cisco's or its service center's option, shipment of a replacement within the warranty period and 

according to the replacement process described in the warranty card (if any), or if no warranty card, as described 

on the Cisco Product Warranties web page https://www.cisco.com/go/warranty or a refund of the purchase price if 

the Hardware is returned to the party supplying it to Customer, freight and insurance prepaid. Cisco replacement 

parts used in Hardware replacement may be new or equivalent to new. Cisco's obligations hereunder are 

conditioned upon the return of affected Hardware in accordance with Cisco's or its service center's then-current 

Return Material Authorization (RMA) procedures. 

https://www.cisco.com/go/warranty
https://www.cisco.com/go/warranty
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Restrictions. This limited warranty does not apply if the Hardware (a) has been altered, except by Cisco or its 

authorized representative, (b) has not been installed, operated, repaired, or maintained in accordance with 

instructions supplied by Cisco, (c) has been subjected to abnormal physical or electrical stress, abnormal 

environmental conditions, misuse, negligence, or accident; or (d) is licensed for beta, evaluation, testing or 

demonstration purposes.  

DISCLAIMER OF WARRANTY 

EXCEPT AS SPECIFIED IN THIS LIMITED WARRANTY, ALL EXPRESS OR IMPLIED CONDITIONS, 

REPRESENTATIONS, AND WARRANTIES INCLUDING, WITHOUT LIMITATION, ANY IMPLIED WARRANTY 

OR CONDITION OF MERCHANTABILITY, FITNESS FOR A PARTICULAR PURPOSE, NON-INFRINGEMENT, 

SATISFACTORY QUALITY, NON-INTERFERENCE, ACCURACY OF INFORMATIONAL CONTENT, OR 

ARISING FROM A COURSE OF DEALING, LAW, USAGE, OR TRADE PRACTICE, ARE HEREBY EXCLUDED 

TO THE EXTENT ALLOWED BY APPLICABLE LAW AND ARE EXPRESSLY DISCLAIMED BY CISCO, ITS 

SUPPLIERS AND LICENSORS. TO THE EXTENT AN IMPLIED WARRANTY CANNOT BE EXCLUDED, SUCH 

WARRANTY IS LIMITED IN DURATION TO THE EXPRESS WARRANTY PERIOD. BECAUSE SOME STATES 

OR JURISDICTIONS DO NOT ALLOW LIMITATIONS ON HOW LONG AN IMPLIED WARRANTY LASTS, THE 

ABOVE LIMITATION MAY NOT APPLY. THESE WARRANTIES GIVE CUSTOMER SPECIFIC LEGAL RIGHTS, 

AND CUSTOMER MAY ALSO HAVE OTHER RIGHTS WHICH VARY FROM JURISDICTION TO JURISDICTION. 

This disclaimer and exclusion shall apply even if the express warranty set forth above fails of its essential purpose. 

Limitations and Exclusions of Liability. In no event will Cisco or its licensors be liable for the following, 

regardless of the theory of liability or whether arising out of the use or inability to use the Hardware or otherwise, 

even if a party been advised of the possibility of such damages: (a) indirect, incidental, exemplary, special or 

consequential damages; (b) loss or corruption of data or interrupted or loss of business; or (c) loss of revenue, 

profits, goodwill or anticipated sales or savings. All liability of Cisco, its affiliates, officers, directors, employees, 

agents, suppliers and licensors collectively, to Customer, whether based in warranty, contract, tort (including 

negligence), or otherwise, shall not exceed the license fees paid by Customer to any Approved Source for the 

Hardware that gave rise to the claim. This limitation of liability for Hardware is cumulative and not per incident. 

Nothing in this limited warranty limits or excludes any liability that cannot be limited or excluded under applicable 

law. 

Customer Responsibilities  

The following responsibilities must be completed prior to Cisco replacement of Unified Computing products under 

this warranty. The Customer agrees to remove all parts, options, alterations and attachments not covered by the 

warranty from the defective product. Prior to any replacement provided, Customer agrees to:  

● Remove any confidential, proprietary or personal information from a product prior to its return to Cisco  

● Ensure the Cisco product is free of any legal obligations or restrictions that prevent its return or exchange  

● Obtain authorization from owner of the product to have Cisco provide warranty service  

● Where applicable, backup or secure all data contained in the Cisco product  

● Inform Cisco of changes in the Cisco product’s location (install site address and/or ship-to address) directly 

or via the party from whom you purchased the product.  

Customer is also responsible for installing and updating BIOS, firmware, utility programs, device drivers and 

diagnostics as appropriate.  
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Exclusions 

CISCO DOES NOT WARRANT THAT THE OPERATION OF THIS PRODUCT WILL BE UNINTERRUPTED OR 

ERROR-FREE. CISCO IS NOT RESPONSIBLE FOR DAMAGE TO OR LOSS OF ANY DATA, OPERATING 

SYSTEMS, PROGRAMS OR REMOVABLE STORAGE MEDIA. CISCO IS NOT RESPONSIBLE FOR THE 

RESTORATION OR REINSTALLATION OF ANY SOFTWARE OR DATA. Cisco is not responsible for any 

confidential, proprietary or personal information returned to Cisco for any reason. Cisco is not responsible for any 

compatibility or interoperability issues that may arise in the use of a) products that are not supported by Cisco. 

b) parts that are not interoperable among different Cisco models. c) configurations that are not supported by Cisco. 

Unless otherwise set form in the supplemental terms to the End User License Agreement, software from 

independent software vendors that is used with Unified Computing product is subject to the terms and conditions of 

end user license agreements or similar contracts provided by the applicable independent software vendor. 

Freeware Operating Systems and Applications  

Software provided under public license by third parties, including operating systems, hypervisors, or applications 

(“Freeware”). Freeware may be provided along with Unified Computing products. Warranty service for Freeware is 

provided by the Freeware vendor. For purposes of the Cisco Unified Computing warranty, Cisco's disclaimer of 

Warranty as specified in the Limited Warranty shall also apply to Freeware. 

Governing Law, Jurisdiction and Venue 

If Customer acquired the Product in a country or territory listed below, as determined by reference to the address 

on the purchase order the Approved Source accepted, this table identifies the law that governs this limited warranty 

(notwithstanding any conflict of laws provision) and the specific courts that have exclusive jurisdiction over any 

claim arising under this limited warranty. 

Country or Territory Governing Law Jurisdiction and Venue 

United States, Latin America or the 
Caribbean 

State of California, United States of America Federal District Court, Northern District of 
California or Superior Court of Santa Clara 
County, California 

Canada Province of Ontario, Canada Courts of the Province of Ontario, Canada 

Europe (excluding Italy), Middle East, 
Africa, Asia or Oceania (excluding 
Australia) 

Laws of England English Courts 

Japan Laws of Japan Tokyo District Court of Japan 

Australia Laws of the State of New South Wales State and Federal Courts of New South Wales 

Italy Laws of Italy Court of Milan 

China Laws of the People’s Republic of China Hong Kong International Arbitration Center 

All other countries or territories State of California State and Federal Courts of California 

The parties specifically disclaim the application of the UN Convention on Contracts for the International Sale of 

Goods. In addition, no person who is not a party to the EULA shall be entitled to enforce or take the benefit of any 

of its terms under the Contracts (Rights of Third Parties) Act 1999. Regardless of the above governing law, either 

party may seek interim injunctive relief in any court of appropriate jurisdiction with respect to any alleged breach of 

such party's intellectual property or proprietary rights.  
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Return Material Authorizations 

To Receive a Return Materials Authorization (RMA) Number:  

● Please contact the party from whom you purchased the product.  

● If you purchased the product directly from Cisco, call Cisco TAC by phone to start a validation of your 

warranty claim. 

To obtain a directory of toll-free Cisco TAC telephone numbers for your country, go to this URL: 

https://www.cisco.com/go/DirTAC. 

If you are instructed to return your product under the terms of your warranty and issued an RMA Number, follow 

these steps: 

● Return the unit to Cisco or your network supplier as instructed. 

● Your unit will be replaced per the applicable warranty guidelines. 

● If you cannot locate your network supplier, you may return the unit to Cisco. 

Important Note - All material returned to Cisco must be accompanied by a Return Material Authorization (RMA) 

number. This number is necessary so that the factory can ensure proper tracking and handling of returned 

material. 

If you do not have an RMA number, Cisco reserves the right to refuse receipt of returned units. 

Important Claim Information 

Complete the form below and keep for ready reference. 

Product purchased from:  

Their telephone number:  

Product Model and Serial number:  

Maintenance Contract number:  

Service Assistance 

If you have a Cisco SMART Net Total Care service program or other maintenance agreement, request service 

under your agreement. You can purchase maintenance contracts from your local network supplier or from Cisco 

directly. 

Call the Cisco TAC line if you have contracted for this service. TAC support is not available as part of warranty 

alone.  

To obtain a directory of toll-free Cisco TAC telephone numbers for your country, go to this URL: 

https://www.cisco.com/go/DirTAC. 

https://www.cisco.com/go/DirTAC
https://www.cisco.com/go/DirTAC
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Online Resources 

Cisco End User License Agreement (EULA) 

The Cisco End User License Agreement (EULA) governing software use is available at the following URL: 

https://www.cisco.com/go/softwareterms. 

Warranty Online 

Product warranty terms and other information applicable to Cisco products are available at the following URL: 

https://www.cisco.com/go/warranty. 

Consult the above website or your Cisco Sales and Service Representative for a complete listing of Cisco products 

and applicable warranties. 

Obtaining Documentation  

For information on obtaining documentation, submitting a service request, and gathering additional information, see 

the monthly What's New in Cisco Product Documentation, which also lists all new and revised Cisco technical 

documentation, at: https://www.cisco.com/en/US/docs/general/whatsnew/whatsnew.html. 
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Service Description: Software Support  
  
This document describes the service offers under Cisco Software Support. This includes Software Support Service 
(SWSS), Software Support Basic, Software Support Enhanced and Software Support Premium. 
 
Related Documents   
This document should be read in conjunction with the documents posted under “Related Documents” at 
www.cisco.com/go/servicedescriptions/, including End User Obligations, Glossary of Terms, List of Services Not 
Covered, and Severity and Escalation Guidelines. 
 
Direct Sale from Cisco 
If a Customer purchased these Services directly from Cisco, this document is incorporated by reference into the 
Customer’s services agreement with Cisco for the delivery of Software Support Services for perpetual software, 
subscription software, or Software as a Service (SaaS) offers by Cisco.  Such applicable agreement being referred to 
as the “Agreement” in this document. If there is a conflict between this Service Description and the Agreement, this 
Service Description shall govern.  
 
Sale via Cisco Authorized Reseller 
If the Customer has purchased these Services through a Cisco Authorized Reseller, this document is for informational 
purposes only; it is not a contract between the Customer and Cisco. The contract, if any, governing the provision of this 
Service is the one between Customer and Authorized Reseller. The Authorized Reseller will provide the contract to the 
end user.  
 
All capitalized terms have the meaning ascribed in the Glossary of Terms or the Agreement referenced in the above. 
 
Service Summary 

Software Support service covers its associated Application Software sold as any of the following: 

• On premises perpetual software license  
• On premises software subscription license  
• Software as a Service subscription for software residing in the Cisco cloud 

Note: Software subscription may be a hybrid which is a software application that resides in both the Cisco cloud 
and on premises or may offer the right to use the application in either a Cloud or on premises environment. 

For each Application Software product, any subset of the following Software Support options may be available for 
purchase: 

• Basic 
• Enhanced 
• Premium 

 
For an on premises perpetual software license, SWSS may be available for purchase for Software Support coverage. 
SWSS has the same service deliverables of the Software Support Basic option with Phone Support. 
 
For an on premises perpetual software license, the Software Support option purchased with the license should be 
identified. If the option is not identifiable, the Basic option with Phone Support or SWSS is the default.  The Enhanced 
option includes the deliverables of the Basic option.  The Premium option includes the deliverables of the Enhanced 
and the Basic option. 

 
For software subscription licenses and Software as a Service subscriptions, a specific Software Support option is 
embedded. If the option is not identifiable, the Basic option with Phone Support is the default.  Customer may purchase 
any available additional Software Support option to complement the embedded Software Support deliverables in that 

http://www.cisco.com/go/servicedescriptions/


Page 2 of 6 
 

Controlled Doc. # EDM-116105834 Ver: 16.0 Last Modified: Mon May 13 14:55:53 PDT 2019 
CISCO PUBLIC INFORMATION, Software Support.docx 

subscription.  For a subscription that embeds only the Basic deliverables, the Enhanced option can be purchased for 
additional Enhanced deliverables.  Alternatively, the Premium option can be purchased for additional deliverables 
described in the Enhanced and the Premium sections.  
 
 
Cisco Responsibilities 
Cisco shall provide the various Software Support Services according to the option selected on the Purchase Order of 
the Software Support for perpetual software, subscription software, or Software as a Service subscription for which 
Cisco has been paid the appropriate fee.  Customer is entitled to the purchased Software Support Service only during 
the term of the service. 
 
Cisco provides support for partner hosted and managed solutions only if the solution is deployed and offered in a 
manner consistent with the then-current, applicable program requirements, if any.  Cisco may deny or cease providing 
support if the partner’s solution does not or no longer meets the program requirements. 
 
 
Basic 

• Cisco Technical Support access is identified in the offer with either one of these two methods: 

Online Support 

• Allows access for support and troubleshooting via online tools and web case submission only.  
No telephone case submission is included with this option. Case severity or escalation guidelines 
are not applicable. Refer to Software Support Response Time table for details. 

Phone Support 

• Cisco Technical Assistance Center (TAC) access 24 hours per day, 7 days per week to assist 
by telephone, or web case submission and online tools with Application Software use and 
troubleshooting issues. Refer to Software Support Response Time table for details. 

• Manage problems according to the Cisco Software Support Severity Guidelines.  

• Provide Maintenance Releases for Cisco IP Phones that are deployed in a covered Cisco Unified 
Communications Manager (“CUCM”) environment.  

• Access to Cisco.com. This system provides Customer with helpful technical and general information on 
Cisco Products as well as access to Cisco's on-line Software Center library. Please note that access 
restrictions identified by Cisco from time to time may apply.  

• For Cisco ONE Software, the Software Support service purchased with the perpetual license or 
embedded in the on premises software subscription on or after January 1, 2017, Cisco will provide 
Customers with access to new suite capabilities and/or features for the existing Cisco ONE Software 
suite(s) that Customer has purchased, if and when such capabilities and/or features become available 
during the duration of the Services term. 

• Application Software Updates: 

• Work-around solutions or patches to reported Application Software problems using reasonable 
commercial efforts for on premises Software. For an Application Software patch for on premises 
software, a Maintenance Release for the Application Software experiencing the problem will be 
provided as follows: (a) download from Cisco.com (as available), or (b) shipment of Application 
Software on media such as CDROM using a nominated carrier. Requests for alternative carriers 
will be at Customer’s expense.  

• Major, Minor and Maintenance Releases for on premises software. For Application Software that 
runs on Customer’s premises or in a Customer controlled environment, the Application Software 
releases and supporting Documentation are available on the Cisco.com Software Center 
(http://www.cisco.com/go/software) or on media such as CDROM, through the Cisco Product 
Upgrade Tool (PUT). Applicable supporting Documentation, if available, is on Cisco.com and is 
limited to one copy per release. Additional copies may be purchased.  
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For Software as a Service (SaaS):  
• Any patches, Maintenance Release, Minor Release and Major Release of the Application 

Software will be incorporated into the Software as a Service and may not be provided as 
downloads to Customer. 

 

Enhanced 

• Cisco Technical Assistance Center (TAC) access 24 hours per day, 7 days per week to assist by 
telephone, or online tools with Application Software use and troubleshooting issues. Cisco will respond 
within thirty (30) minutes for Severity 1 and 2 calls received. For Severity 3 and 4 calls, Cisco will 
respond within two (2) hours.  

• Support cases are prioritized over those associated with Basic option. 

• Proactive guidance for Smart Account structure set up and software license activation. 

• Configuration Support to provide advice and process guidance for maintaining consistency of the 
Application Software performance in the Customer’s IT environment. Examples include: 

• Guidance for deploying software Updates and migration 

• Guidance for initial installation & deployment pertained to Application Software 

• For Collaboration Flex Plan, configuration assistance for single sign on, directory integration, hybrid 
calendar, proximity will be provided during the first 90 days. 

• All TAC cases submitted will be routed to a team of TAC experts for reactive case handling for Software 
issue resolution.   

• Initial meeting to understand Customer’s desired outcomes to define an IT and Infosec adoption plan. 

• Periodic technical status reviews  

• Confirm the Customer’s desired outcomes and suggest any updates to the IT and Infosec 
adoption plan. 

• Proactively review and recommend any changes to the Software configuration, settings, etc. 
and provide technical guidance with any ongoing Customer needs in alignment with desired 
outcomes.  

• Compare progress to date against goals  

• Address limitations or influences related to IT and Infosec adoption plan 

• Make recommendations on leveraging best practice guides, training, marketing material or 
suggestions for process changes to better achieve desired outcomes. 

• Proactive  support associated with integrating the Application Software into the Customer’s IT 
environment, and also ongoing guidance to Customer’s help desk personnel in providing internal 
support to users of the Application Software. Examples include: 

• Best practice training of Customer help desk personnel on processes and product features. 

• Conduct periodic Cisco system risk evaluation for on premises deployments. 

• Access to training course(s) for the Software in the Cisco Learning Network online training library. 

 
 
 
Premium 

• Cisco Technical Assistance Center (TAC) access 24 hours per day, 7 days per week to assist by 
telephone, or online tools with Application Software use and troubleshooting issues. Cisco will respond 
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within fifteen (15) minutes for Severity 1 and 2 calls received. For Severity 3 and 4 calls, Cisco will respond 
within one (1) hour.  

• Support cases are prioritized over those associated with Enhanced option. 

• Designated Service Management of the covered products by a technical subject matter expert during 
local business hours 

• The Designated Service Manager (DSM) provides incident management, change management 
and escalation management. The DSM also facilitates and expedites resolution for severity 1 
and 2 cases based on Customer specific use cases.  

• The DSM assists in problem management by providing technical consultation for any work 
around or appropriate corrective action based on any available root cause analysis.  

• Quarterly technical reviews:  The Designated Service Manager (DSM) will conduct quarterly 
technical reviews on status and results of both technical and proactive support issues for the 
designated product offerings with reviews of overall operational performance. 

• Proactive Support under Designated Service Management which utilizes Customer information, such as 
Customer’s Environment, software configuration, operation workflows, and IT and Infosec adoption plan 
to provide the following: 

• Technical consultation for any operational safeguards against known issues and changes that 
may affect operations and availability of the Application Software. 

• Consultation for planned product changes that may affect availability of Application Software or 
its feature set.  

• Semi-annual consultation to help planning for upgrades, expansion and migration for any 
necessary deployment growth. 

• Annual summary for case trend analysis, software configuration review and recommendation 
for any changes 

• Advanced proactive support for lifecycle management 

• Monthly technical status review as described in Enhanced 

• Advanced support analytics: Customer Dashboard Report of Support Case Analysis for 
Severity 1 and 2 issues with best practices in reducing these types of Support Cases. 

 

Customer Responsibilities.  
The provision of the Services by Cisco assumes that the Customer will facilitate Software Support Services as 
follows:  

• Provide, at Customer’s expense, reasonable access to the on premises Product through the Internet to 
establish a data communication link between Customer’s environment and the Cisco TAC engineer and 
systems passwords so that problems may be diagnosed and, where possible, corrected remotely.  

• Provide current shipment contact information as follows: contact name, title, address, telephone 
number, e-mail address, and fax number.  

• Provide valid and applicable license, authentication or other information to identify the purchase for all 
Products that problems and issues are reported to Cisco or where Customer is seeking information from 
Cisco in connection with Product use. Cisco may also require Customer to provide additional 
information in the form of location of the Product, city location details and postal code information.  

• When requested, provide Cisco with a list of all personnel that Customer has authorized to contact 
Cisco or access Cisco.com for Services and to download Application Software from Cisco.com or 
Cisco's PUT. Customer is responsible for reviewing the list on an annual basis and adding or removing 
personnel as necessary.  
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• Update to the latest Software release and latest third-party Software release, if required by Cisco to 
correct a reported Application Software problem.  

• Pay all engineering time, travel, and out-of-pocket expenses if Customer request performance of onsite 
Services outside the scope of Service options described in this document.  

• Provide any hardware required to perform fault isolation.  

• Update support contract information to reflect the latest Major and Minor release deployed on their 
premise.  

• Make all reasonable efforts to isolate the Application Software problem prior to requesting support from 
Cisco.  

• Acquire, install configure and provide technical support for Third-party Products, including upgrades 
required by Cisco or related Services; and for Network infrastructure, including, but not limited to, local 
and wide-area data Networks and equipment required by Cisco for operation of Application Software.  

• Maintain Customer’s entire Application Software implementation for configurable Application Software 
currently in use under the same Service option for Cisco to provide Services for any portion of 
Customer’s Application Software implementation.  

• Some capabilities for delivering on premises services requires the Customer to allow telemetry data to 
be shared with Cisco. The Customer must agree to this in order to have the services delivered. This 
data will only be utilized for purposes of providing the service. 

In addition, the provision of the  Enhanced and  Premium, Cisco assumes that Customer will facilitate Software 
Support Services as follows: 

• Designate and provide contact information for representative(s) as IT and Infosec adoption primary point 
of contact with Cisco who will regularly attend and participate in online meetings with Cisco to review 
support operations metrics.  

• Designate and provide contact information or primary representative(s) who would request support from 
TAC for the cases using the Enhanced and Premium priority routing privilege. 

• To perform analytics on consumption data to help improving feature usage, Customer will provide 
consumption information via any mutually agreed method. 

• Designate software users, IT admin and help desk to attend and participate in training and support 
process reviews, when applicable.  

• Customer’s designated software users will complete any necessary training made available by Cisco that 
are recommended for the Products purchased by Customer. 

• Advise Cisco of its standard operating procedures related to its business practices, its internal operational 
nomenclature and Environment to allow Cisco to discuss cases with Customer in the context of 
Customer’s business environment.  

• Maintain the entire software implementation for each technology in use under the same Software Support 
option for Cisco to provide Services for any portion of the software implementation. 

• Cisco Webex Meetings customers with Enhanced or Premium who are under the Cloud Connected 
Audio Service Provider Partner offer acknowledge and authorize that, if all necessary agreements are in 
place with partners, Cisco will disclose Customer information to the Cisco Cloud Connected Audio 
Service or Webex audio partner for the purposes of Cisco-led case coordination. 

 

Software Support Severity Guidelines 
 
All submitted cases associated with Basic option with Online Support have no severity classification, and will be handled 
within the next business day during Standard Business Hours using Email response to the submitted case. 
 
Cases submitted for Application Software associated with Software Support Services Basic option with Phone Support, 
Enhanced option and Premium option must be assigned with one of the following severity. 
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The following definitions for Severity are specific to Software Support Services. 
 

Severity 1 means Application Software is unavailable or down or there is a critical impact to a significant 
impact to Customer’s business operation. Customer and Cisco both will commit full-time resources to resolve 
the situation. 
 
Severity 2 means Application Software is degraded or significant aspects of Customer’s business operation 
are negatively impacted by unacceptable software performance.  Customer and Cisco both will commit full-
time resources during Standard Business Hours to resolve the situation. 
 
Severity 3 means Application Software is impaired, although most business operations remain functional. 
Customer and Cisco both are willing to commit resources during Standard Business Hours to resolve the 
situation. 
 
Severity 4 means minor intermittent functionality or performance issue, or information is required on 
Application Software. There is little or no impact to Customer’s business operation.  Customer and Cisco both 
are willing to provide resources during Standard Business Hours to provide assistance or information as 
requested. 

 
 
Software Support Response Time Objectives 

Response time is defined as the time from when a case has been submitted in the case management system by 
Customer to the time when a support engineer has made contact regarding the issue reported in the case.  The following 
table outlines the objectives that Cisco strives to achieve to respond to submitted cases based on their case severity.  
In some cases, the assigned cases severity may be adjusted to align with the Software Support Severity Guidelines. 
 

Software 
Support 
Service 

Technical Support Coverage Response Time Objective for 
Case Severity 1 or 2 

Response Time Objective for 
Case Severity 3 or 4 

Premium 24x7 via Phone & Email/Web Response within 15 minutes Response within 1 hour 

Enhanced 24x7 via Phone & Email/Web Response within 30 minutes Response within 2 hours 

Basic with 
Phone 

Support 
24x7 via Phone & Email/Web Response within 1 hour Response within next 

Business Day 

Basic with 
Online 

Support 
Email/Web 

Severity is not required to be specified. 
Response to all cases within next Business Day  

during local Standard Business Hours 

 
 
Software Support Escalation Guidelines 
 
If Customer does not believe that adequate progress is being made or that the quality of Cisco service is unsatisfactory, 
Customer is encouraged to escalate the problem to the appropriate level of management by asking for the TAC duty 
manager.  Refer to the Cisco Severity and Escalation Guideline document for the Escalation Guideline associated with 
the case severity.  
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